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Condensé

Les criminels traversent les frontiéres et agissent dans plusieurs cantons en
méme temps, alors que la police suisse est organisée selon un modéle fédera-
liste et les systemes d’information de police sont techniquement séparés les uns
des autres. De ce fait, 'échange d’informations de police a toujours un temps de
retard sur les moyens des criminels. Pour que la lutte contre la criminalité soit
plus efficace, il doit étre amélioré. C’est ce que demande la motion 18.3592 Ei-
chenberger-Walther. Les cantons travaillent actuellement a un concordat visant
a régler la consultation des données. Etant donné que leurs travaux pourraient
prendre encore passablement de temps et qu’il n’est pas certain que tous les
cantons signent le concordat, il y a lieu de créer une base constitutionnelle visant
a réglementer cet échange de données au niveau national, comme le demande la
motion 23.4311 de la Commission de la politique de sécurité du Conseil national.
Afin d’améliorer I'’échange d’informations de police, la loi fédérale sur les sys-
téemes d’information de police de la Confédération (LSIP, RS 361) doit également
étre révisée. Les autorités de la Confédération et des cantons qui assument des
fonctions de police doivent pouvoir utiliser les données de police saisies dans
les systemes d’information de maniére plus efficace pour accomplir leurs taches.
Cela permettra de mieux combattre la criminalité et d’améliorer la collaboration
entre ces différentes autorités. Les ressources en personnel pourront étre con-
sacrées de maniére plus ciblée a la mission premiére de prévention, détection et
poursuite des infractions, ce qui aura aussi pour effet de réduire les redondances
et les doublons dans le traitement des cas.

La criminalité ignore les frontiéres, qu’elles soient cantonales ou nationales. De nom-
breux réseaux criminels sont actifs simultanément dans plusieurs Etats Schengen et
dans plusieurs cantons en Suisse. Or, la police suisse est organisée selon un modele
fédéraliste. Chaque police cantonale travaille avec son propre systeme d’information.
Les différents systemes cantonaux n’étant pas reliés entre eux, 'échange d’informa-
tions est ralenti, ce qui dessert la lutte contre la criminalité. Pour que celle-ci soit effi-
cace, il faut que I'échange d’informations le soit aussi.

La motion 18.3592 Eichenberger-Walther « Echange de données de police au niveau
national », adoptée le 9 déecembre 2019, demande la création d’une plate-forme natio-
nale et centralisée de consultation pour que les autorités de police de la Confédération
et des cantons puissent consulter directement les données de police dans toute la
Suisse et combattre plus efficacement la criminalité. En réponse a la motion, le Conseil
fédéral a chargé le Département fédéral de justice et police (DFJP) de mettre sur pied
la plate-forme de recherche de police POLAP. Celle-ci permettra aux autorités de po-
lice compétentes de consulter, au moyen d’une seule interrogation, tous les systemes
d’information de police pertinents de la Confédération et des cantons, pour autant
qu’elles aient un droit d’acces aux systemes sources.

La base légale nécessaire doit d’abord étre créée. La mise en ceuvre de la mo-
tion 18.3592 Eichenberger-Walther exige en effet de créer une base légale visant a
régir la consultation des données de police. Les cantons travaillent actuellement a un
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concordat dans ce but. Etant donné que leurs travaux pourraient prendre encore du
temps et qu’il n‘est pas certain que tous les cantons signent le concordat, la Commis-
sion de la politique de sécurité du Conseil national a déposé la motion 23.4311, trans-
mise le 12 juin 2024 au Conseil fédéral, qui est chargé de procéder a la « création d’une
base constitutionnelle visant a réeglementer I'échange de données de police au niveau
national ». Etant donné qu’une modification constitutionnelle est aussi entachée d’in-
certitudes d’ordre divers, la Confédération salue les travaux paralléles des cantons sur
la création d’'un concordat. La Confédération et les cantons recherchent le méme but,
a savoir que la consultation nationale des données de police soit aussi rapide que pos-
sible.

Le nouvel al. 3 qu'il est proposé d’ajouter a l'art. 57 de la Constitution (Cst.)! crée la
base nécessaire pour réglementer la consultation des systemes d’information de police
de la Confédération et des cantons.

Outre mettre en ceuvre les deux motions précitées, la révision partielle de la LSIP doit
également permettre I'utilisation plus efficace des informations de police dont dispose
fedpol. Pour gagner en efficacité, les autorités habilitées a consulter les systemes d’in-
formation régis par la LSIP auront acces, en une seule interrogation, a toutes les don-
nées dont elles ont besoin pour accomplir leur mission. Dans ce but, le réseau de sys-
temes d’information de police doit étre élargi a d’autres systemes d’information comme
le systeme de recherches informatisées de police (RIPOL). Enfin, certaines unités de
fedpol doivent se voir conférer des droits d’accés supplémentaires aux systemes afin
d’accomplir leur mission avec efficacité.

"RS 101
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Rapport explicatif

1 Contexte

1.1 Nécessité d’agir et objectifs visés

Les actes criminels tels que les cyberinfractions, les attaques a I'explosif de bancomats
ou les vols sont trés souvent commis par des criminels opérant dans plusieurs cantons
ou pays et traversant les frontiéres. Le trafic de stupéfiants et d'armes, la traite d’'étres
humains et le trafic de migrants sont commandés par le crime organisé a I'échelle in-
ternationale. Or, lorsque les cantons enquétent sur ce type d’infractions, ils ne peuvent
généralement exploiter que leurs propres informations ou des informations provenant
de systémes d’information de police nationaux ou internationaux. Il est en revanche
tres compliqué pour eux d’'obtenir les informations des autres cantons. En outre, ils
peuvent savoir uniquement si des données concernant une certaine personne ont été
enregistrées ou non et doivent s’adresser individuellement a chaque corps de police
cantonal pour obtenir ce renseignement. Pour compliquer le tout, les autorités de police
de la Confédération et des cantons utilisent des applications différentes pour traiter les
données contenues dans les systemes d’information de police cantonaux, nationaux et
internationaux, les bases de données sur les documents d’identité et les systémes des
autorités de migration et d’admission a la circulation.

1.1.1 La motion Eichenberger

Dans ce contexte, la conseillere nationale Eichenberger-Walther a, le 14 juin 2018, dé-
posé la motion 18.3592 « Echange de données de police au niveau national », qui
charge le Conseil fédéral de créer une base de données de police nationale et centra-
lisée ou une plate-forme reliant les bases de données de police cantonales existantes,
au moyen de laquelle les corps de police cantonaux et les organes de police de la
Confédération pourront accéder directement aux données de police relatives aux per-
sonnes et a leurs antécédents dans toute la Suisse. La base juridique éventuellement
nécessaire devait étre créée a cet effet.

Dans son développement, la motionnaire précisait qu’« une requéte doit étre soumise
a chaque corps de police [...], ce qui est particulierement chronophage » et que « les
cambrioleurs professionnels [...] profitent de la lenteur des échanges d'informations
entre les polices cantonales, sitant est que de tels échanges existent. » Elle poursuivait
ainsi : « Lorsque des policiers contrélent un cambrioleur présumé, il est essentiel de
savoir s’il 'a déja été pour le méme soupgon dans un autre canton quelques heures
auparavant ou encore s’il est connu pour le méme genre dinfraction dans un autre
canton. Le cas échéant, les soupgons seraient suffisants pour prendre les mesures de
police nécessaires. Si aucun antécédent n'a été enregistré dans un autre canton, la
personne contrblée doit étre relachée. » Puis, elle concluait comme suit : « Dans le
contexte de la lutte contre la criminalité, la Suisse doit étre considérée comme un es-
pace unique. Sur le plan international aussi, I'échange d'informations joue un réle tou-
jours plus important. Pour plus d’efficacité, il est primordial de saisir et conserver les
données de maniére centralisée. »
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Le Conseil fédéral a proposé, le 15 aolt 2018, d’adopter la motion. Il est d’avis que la
« criminalité est de moins en moins locale et a tendance a dépasser les frontiéres can-
tonales voire a se déployer a I'échelle nationale. » C’est pourquoi il existe déja diffé-
rents programmes et projets visant a mieux mettre en réseau les systemes d’'informa-
tion de police de la Confédération et des cantons. Le Conseil fédéral cite par exemple
le programme « harmonisation de l'informatique policiere » (HIP) et 'étude préliminaire
portant sur la création d’'une plate-forme nationale de recherche. Cette derniére « devra
permettre a la police de consulter tous les systemes d'information de police cantonaux
et nationaux au moyen d'une seule interrogation. » |l reconnait en revanche que « la
centralisation de la saisie et du traitement des données n’entre pas en ligne de compte,
du fait notamment de la souveraineté cantonale en matiére de police. »

L’Assemblée fédérale a transmis la motion au Conseil fédéral le 9 décembre 2019. Le
Conseil fédéral a donc chargé le DFJP de mettre sur pied la plate-forme de recherche
de police POLAP en collaboration avec les cantons. Le département a confié le mandat
a I'Office fédéral de la police (fedpol).

1.1.2 La plate-forme nationale de recherche

Le but de POLAP est que les polices suisses municipales, communales, cantonales et
fédérales (Office fédéral de la police [fedpol] et Police militaire), les autorités de migra-
tion ainsi que les collaborateurs de I'Office fédéral de la douane et de la sécurité des
frontieres (OFDF) puissent accéder directement aux données de police concernant les
personnes et leurs antécédents, les véhicules et les objets, ainsi qu’aux données de
migration de la Confédération et aux systemes de I'Office fédéral des routes (OFROU).
Grace a POLAP, les personnes habilitées pourront en une seule interrogation trouver
des informations en ligne issues des différents systéemes d’'information cantonaux, na-
tionaux et internationaux.

POLAP doit relier les banques de données de police cantonales entre elles et avec les
banques nationales et internationales, contribuant ainsi a garantir l'interopérabilité na-
tionale en Suisse : une seule interrogation suffit pour trouver des informations dans
divers systémes cantonaux, fédéraux ou internationaux. Dés lors, on ne perdra plus de
temps a devoir consulter successivement les différents systémes.

Les interrogations autorisées sont réglementées par les bases légales existantes. Les
interrogations prévues devront reposer sur une norme qui doit étre créée visant a per-
mettre un raccordement simple et centralisé des systémes nationaux et internationaux
et de leurs fonctionnalités. L’'accés est permis a des contextes définis. Les droits d’ac-
ceés a ces contextes doivent étre administrés sur la base de réles qui sont attribués aux
utilisateurs de la plate-forme. Les contextes dictent quels systémes d’information il est
possible de consulter. Les droits d’accés aux systémes consultés sont déterminés par
les bases légales respectives de chaque systéme.

1.1.3 Compétence fédérale ou solution de concordat

Selon le droit constitutionnel en vigueur, la Confédération peut a ce jour réglementer la
consultation de données internationales en vertu de sa compétence pour les affaires
étrangéres (art. 54, al. 1, Cst.) et celle de données de police judiciaire en vertu de sa
compétence pour la procédure pénale (art. 123, al. 1, Cst.). En revanche, elle n’a pas
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de compétence |égislative pour les données de police de sécurité, de police adminis-
trative et de police criminelle qui sont traitées sur la base du droit cantonal?. La souve-
raineté en matiere de police revient aux cantons. Lorsqu’il s'agit de sdreté intérieure,
la Confédération et les cantons sont certes tenus de se coordonner (art. 57, al. 2, Cst.),
mais cela ne constitue pas une base légale suffisante pour régir la communication de
données de police ala Confédération par les cantons ou I'échange d’'informations entre
cantons. La Confédération n’a donc actuellement pas de compétences pour réglemen-
ter 'échange de données de police3.

Si on veut mettre en ceuvre intégralement la motion 18.3592 Eichenberger-Walther,
une révision de la Constitution (Cst.) est indispensable, les cantons devant étre soumis
a l'obligation de raccorder leurs systéemes d’information de police a la plate-forme. De
leur c6té, les cantons sont en train de travailler sur une solution de concordat. Etant
donné gu’une modification constitutionnelle est entachée de diverses incertitudes, la
Confédération salue les travaux paralléles des cantons. Cette approche a déja fait ses
preuves dans le cadre du projet de disposition constitutionnelle sur la lutte contre le
hooliganisme, mis en consultation par le Conseil fédéral le 17 janvier 2007, qui visait a
créer une base légale au niveau fédéral pour combattre ce phénoméne si les cantons
ne parvenaient pas a s’accorder sur un concordat ; la création d’'une disposition cons-
titutionnelle avait alors été abandonnée au profit du concordat du 15 novembre 2007
instituant des mesures contre la violence lors de manifestations sportives, élaboré par
la Conférence des directrices et directeurs des départements cantonaux de justice et
police. Le travail en parallele offre aussi une possibilité supplémentaire de mettre en
ceuvre rapidement des mesures urgentes. A I'époque, I'enjeu était de maitriser la vio-
lence des supporters lors de manifestations sportives, alors qu’aujourd'hui, il est impé-
ratif daméliorer I'échange d’informations de police pour pouvoir notamment combattre
la criminalité organisée avec plus d’efficacité.

1.1.4 La motion de la CPS-N

Comme ce n’est pas une mince affaire pour les cantons de créer la base Iégale néces-
saire dans le cadre d’un concordat, la Commission de la politique de sécurité du Con-
seil national (CPS-N) a, le 10 octobre 2023, déposé la motion 23.4311 « Création d’'une
base constitutionnelle visant a réglementer 'échange de données de police au niveau

Pour la terminologie, cf. ci-aprés ch. Fehler! Verweisquelle konnte nicht gefunden werden. — Rapport du Conseil fédéral donnant suite au
postulat Malama 10.3045 du 3 mars 2010. Sécurité intérieure. Clarification des compétences (ci-aprés rapport Malama), FF 2012 4161,
4249 s. ; Gutachtendes Bundesamts fiur Justiz iber die Kompetenz des Bundes zur Schaffung einer gesetzlichen Grundlage fiir den Aus-
tausch polizeilicher Daten zwischen Bund und Kantonen sowie fiir den Datenaustausch innerhalb der Kantone (en allemand uniquement),
2020, p. 6 ; SCHINDLER/EHRENZELLER, Kurzgutachten betreffend nationale Polizei-Abfrageplattfform (POLAP) zu Handen des Bundesamtes fur
Polizei, Saint-Gall 2023, p. 25 ; MULLER/MOHLER, Kommentar zu Art. 57 BV, in Die schweizerische Bundesverfassung, St. Galler Kommentar,
3°éd. 2023, n* 1, 4, 26 et 31 et les références citées ; ROBERT BAUMANN, Die Angabe der Rechtsgrundlagen im Ingress der Bundeserlasse,
LeGes 2014/3, p. 476.

3 Arrét du Tribunal fédéral 1C_63/2023du 17 octobre 2024 consid. 6.4 ; rapport Malama (note Fehler! Textmarke nicht definiert.), p. 4550 s. ;
Bundesamt flr Justiz, op. cit., p. 6 ; SCHINDLER/EHRENZELLER, op. cit. (note Fehler! Textmarke nicht definiert.), p. 25 ; ROBERT BAUMANN,
op. cit. (note Fehler! Textmarke nicht definiert.), p. 476.
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national », dans le but de charger le Conseil fédéral de cette tache. La CPS-N a argué
en résumé que les travaux techniques de POLAP effectués en réponse a la motion
18.3592 Eichenberger étaient déja bien avancés, et qu'en ce qui concernait la consul-
tation des données dans ses propres systémes, la Confédération disposerait déja des
bases légales nécessaires. Celle-ci pourrait communiquer ces données via POLAP
également aux niveaux international (UE) et vertical (aux cantons).

Selon la CPS-N, les cantons n'auraient en revanche pas les bases légales nécessaires
pour communiquer leurs données de police via POLAP de maniere verticale (a la Con-
fédération, qui pourrait ensuite les communiquer a 'UE) ou horizontale (aux autres
cantons). La Confédération n’aurait pas la compétence pour réglementer la consulta-
tion de données de police criminelle ou de police de sécurité traitées selon les lois
cantonales sur la police. |l n’existerait aujourd’hui pas de base constitutionnelle per-
mettant a la Confédération de mettre en ceuvre intégralement la motion Eichenberger-
Walther par la voie de la législation fédérale.

Le Conseil fédéral a proposé d’adopter la motion et 'Assemblée fédérale la lui a trans-
mise le 12 juin 2024.

1.1.5 Nécessité de modifier la LSIP

La LSIP# est entrée en vigueur le 5 décembre 2008. Les divers systemes d’information
de police de la Confédération y sont réglementés comme des silos de données indé-
pendants les uns des autres. La systématique adoptée reflete les besoins et les
moyens techniques de I'époque.

Depuis I'entrée en vigueur de la LSIP, le paysage informatique suisse a évolué, mais
de maniére tres hétéroclite dans le domaine des applications spécialisées de police et
de migration. A la Confédération tout comme dans les cantons, il existe des environ-
nements informatiques trés différents qui ont peu de lien entre eux. Il y a diverses rai-
sons et causes a cela. D’'une part, le paysage informatique a évolué en fonction des
besoins et des exigences des utilisateurs, des différentes prescriptions de sécurité ainsi
que des bases légales. D’autre part, on utilise des systémes qui sont en place depuis
longtemps. Pour les remplacer par de nouveaux systemes, il y a peu d'options car il
s'agit d’applications spécialisées difficilement disponibles sur le marché. Par ailleurs,
on cherche aujourd’hui a acquérir des logiciels standard dans la mesure du possible,
si bien que les fournisseurs apportent leur propre solution informatique configurée se-
lon leurs exigences. Il y a donc de fortes probabilités que les nouveaux systémes ne
soient pas compatibles avec les existants.

Si les réseaux actuels de systémes informatiques permettent certes d’assurer la capa-
cité de travail opérationnelle des autorités fédérales et cantonales compétentes, ils gé-
nérent une charge de travail supplémentaire considérable. Des informations dispo-
nibles a I'échelle suisse ne sont par exemple pas harmonisées, des informations iden-
tiques ou similaires sont gérées dans des systémes différents, sans compter que les
développements techniques nécessaires sont trés colteux en temps et en argent, car
il faut effectuer des changements fonctionnels séparément dans chaque systéme.

4RS 361
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Comme les données se trouvent dans des systémes différents et sont parfois transfé-
rées dans un autre systéme par une fonction d’exportation automatique ou manuelle,
la cohérence des données n’est pas garantie, ce qui peut causer des pertes d’informa-
tion et déboucher sur de mauvaises décisions.

La nécessité de réviser la LSIP s'impose aussi en raison de la révision totale de la loi
sur la protection des données (LPD)%. Contrairement a I'ancienne réglementation, la
LPD actuelle ne mentionne plus la responsabilité du fichier et le maitre du fichier, mais
se focalise entierement sur la responsabilité du traitement de données, et s’applique
par conséquent a tous les services qui traitent des données dans un systeme d’'infor-
mation. Or, cette nouveauté est difficile a concilier avec la LSIP qui régit les différents
systémes d'information.

Sur la base de la nouvelle disposition constitutionnelle, des bases légales doivent étre
créées dans la LSIP afin de réglementer la consultation de données de police entre les
cantons et la communication de données a la Confédération par les cantons.

Outre mettre en ceuvre les deux motions précitées, la révision partielle de la LSIP doit
également permettre une utilisation plus efficace des informations de police dont dis-
pose fedpol. Le réseau de systemes d’information de police existant, qui relie actuelle-
ment le Systéme national d’enquéte (SNE) et les systéemes de coopération policiére et
d’identification des personnes, doit étre élargi a dautres systémes d’information
comme le systéeme de recherches informatisées de police (RIPOL). Les autorités com-
pétentes pourront ainsi avoir accés en une seule interrogation a toutes les données
dont elles ont besoin pour accomplir leur mission. La consultation laborieuse de chaque
systeme d'information I'un aprés l'autre appartiendra définitivement au passé. Agir ra-
pidement est essentiel pour combattre le terrorisme et la criminalité organisée. Tout
retard peut avoir de lourdes conséquences et tout gain de temps peut procurer un
avantage décisif. En outre, plusieurs dispositions relatives aux systemes d'information
seront complétées dans la LSIP et d’autres lois afin que les informations de police exis-
tantes soient accessibles facilement aux autorités qui en ont besoin pour accomplir
leurs taches.

Enfin, il s'avére que dans la pratique, le Service fédéral de sécurité (SFS) est tributaire
des informations contenues dans le SNE, notamment pour assurer la protection des
autorités fédeérales, des personnes jouissant d’une protection en vertu du droit interna-
tional public, des missions diplomatiques permanentes, des postes consulaires et des
organisations internationales situées en Suisse. Le Bureau de communication en ma-
tiere de blanchiment d’'argent (MROS) a également besoin de consulter le SNE pour
accomplir ses taches et le RIPOL pour lutter contre le blanchiment d’argent et ses in-
fractions préalables, la criminalité organisée et le financement du terrorisme. La LSIP
doit étre complétée dans ce sens.

® RS 235.1
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1.2 Relation avec le programme de la législature, la planification financiére
et les stratégies du Conseil fédéral

Le projet est annoncé dans le message du 24 janvier 20248 sur le programme de la
législature 2023 a 2027 et dans l'arrété fédéral du 6 juin 20247 sur le programme de
la législature 2023 & 2027. Il concorde avec la Stratégie de la Suisse concernant la

lutte antiterroriste approuvée par le Conseil fédéral en 2024.

1.3 Traitement d’interventions parlementaires

Le présent projet permet de mettre largement en ceuvre plusieurs interventions poli-
tiques.

C’est le cas de la motion 18.3592 Eichenberger « Echange de données de police au
niveau national ». La création de bases légales pour une plate-forme de recherche de
police reliant les banques de données de police cantonales avec celles de la Confédé-
ration est le but premier de la présente révision de la LSIP.

Le postulat 15.3325 Schlifli « Echange de données entre le Corps des gardes-frontiére
et les autorités de police cantonales ainsi qu’entre ces dernieres » demande au Conseil
fédéral d'examiner comment I'échange de données et la communication au sein des
autorités de police cantonales ainsi qu’'entre le Corps des gardes-frontiére et les auto-
rités de police cantonales et fédérales peuvent étre améliorés. La réalisation de la
plate-forme de recherche de police et I'élargissement du réseau de systemes d’infor-
mation de police simplifieront et accéléreront grandement 'échange de données entre
les autorités précitées. Le Conseil fédéral n’estime pas nécessaire de prendre des me-
sures supplémentaires.

Le postulat 20.3809 Guggisberg « Favoriser 'échange de données entre autorités
dans le cadre des enquétes » demande au Conseil fédéral d'inventorier les mesures
qui permettraient aux services des migrations, aux services sociaux, aux services com-
pétents pour les entreprises et aux autres services concernés de la Confédération et
des cantons d’échanger leurs données avec les autorités de poursuite pénale en vue
de détecter précocement et de combattre les agissements du crime organisé et de la
criminalité clanique. Comme le Conseil fédéral I'a expliqué dans sa réponse au postu-
lat, fedpol, en tant qu'office responsable, a mis sur pied en mai 2020 la méthode de
coopération COC (Countering Organised Crime) en collaboration avec d’autres autori-
tés de la Confédération et des cantons. Cette méthode est désormais établie. Un étroit
réseau a été créeé entre les services concernés de la Confédération et de nombreux
cantons. Le Conseil fédéral n’estime pas nécessaire de prendre des mesures supplé-
mentaires a I'neure actuelle.

Dans le postulat 21.4219 Romano « Lutte contre la criminalité internationale organisée.
Améliorer la prévention et la détection des activités mafieuses », le Conseil fédéral est
chargé de présenter un rapport qui examinera les moyens disponibles et les modifica-

¢ FF 2024 525, p. 94
" FF 2024 1440
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tions législatives éventuellement nécessaires pour améliorer la prévention et la détec-
tion précoce d’activités imputables a des organisations criminelles internationales. |
s'agit d'une part de la recherche de renseignements et de I'échange ciblé d’'informa-
tions entre les autorités de police et de poursuite pénale cantonales et fédérales et,
d’autre part, de I'exploitation des informations fournies par d’autres unités des adminis-
trations cantonales et fédérales qui sont utiles pour détecter les opérations financiéres
et commerciales imputables a des organisations criminelles internationales. La mise
en place de la plate-forme de recherche de police et la réglementation de I'échange de
données de police entre cantons répondent a une revendication centrale de ce postu-
lat. Par ailleurs, 'élaboration de la stratégie nationale de lutte contre la criminalité or-
ganisée permettra de déterminer s'il y a besoin d’en faire plus pour prévenir et détecter
la criminalité organisée. Cette stratégie fournira 'analyse demandée par ce postulat et
indiquera s’il y a lieu de légiférer davantage.

2 Comparaison avec le droit étranger

L’'organisation de I'échange de données de police est présentée ci-aprés pour les pays
suivants : Allemagne, France, Autriche, Royaume-Uni, Etats-Unis d’Amérique et Aus-
tralie. Il s’avére que ces pays disposent de systémes de données centralisés, aussi
lorsqu’ils sont organisés selon un modéle fédéraliste, comme I'Allemagne, les Etats-
Unis et I'Australie. Afin de combattre efficacement la criminalité transfrontiere, leurs
autorités compétentes rendent les données de police accessibles de maniere centrali-
sée.

Ainsi, le systeme d'information allemand INPOL permet 'échange de données entre
les autorités de poursuite pénale de I'Etat et celles des Lander. Le systéme est géré
par 'Office fédéral de police criminelle (Bundeskriminalamt, BKA), qui sert également
de point de contact pour les demandes d’informations relatives a la protection des don-
nées.

La France dispose d’'un systeme centralisé ou chaque service de police peut consulter
toutes les données pertinentes. Ce systeme a fait ses preuves, a une seule condition :
il faut que les données aient été saisies rapidement et correctement pour garantir son
bon fonctionnement.

L’Autriche dispose d’'une banque de données de police centralisée qui regroupe onze
bases de données différentes.

Le Royaume-Uni gére une base de données nationale rendant possible I'échange d'in-
formations entre forces de police, autorités de poursuite pénale et autorités de surveil-
lance. Cette base de données est I'un des systémes essentiels au travail de la police
au niveau national, car elle abolit les limites géographiques qui favorisaient le compor-
tement criminel.

Les Etats-Unis possédent également une base de données centralisée pour la saisie
et le suivi des informations relatives a la criminalité et pour 'échange d’informations.
Les services de police locaux, des Etats et du gouvernement fédéral y ont accés dans
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la mesure ou ils en ont besoin pour 'accomplissement de leurs taches officielles. Apres
les attentats du 11 septembre 2001, on a créé les centres de fusion (Fusion Centers)
et les unités interservices de lutte antiterroriste (Joint Terrorism Task Forces, JTTF)
afin d'améliorer I'échange d’informations entre les agences fédérales et les polices des
Etats, des comtés et des municipalités.

L’Australie a mis en place un systéme d'information national comprenant différentes
plates-formes sur lesquelles les données sont échangées entre la police fédérale et les
polices des différents Etats, ce qui permet de mener des enquétes efficaces couvrant
plusieurs Etats.

2.1 Allemagne

La transmission de données de police sur des personnes est régie par les par. 29 a 33
de la loi sur la Police fédérale (Bundespolizeigesetz, BPolG). Le par. 32 BPolG regle-
mente la transmission de données personnelles, notamment au sein de la Police fédé-
rale, de cette derniére a d’autres autorités fédérales ou a d’autres autorités de police
et, de maniére générale, a d’autres Lander.

Dans le cadre de poursuites pénales, le par. 477 du code de procédure pénale
(StrafprozelSordnung, StPO) dispose que la Police fédérale peut transmettre des don-
nées personnelles a d’autres autorités compétentes en la matiére, c’est-a-dire aussi
aux autorités fédérales et aux autorités des Lander.

En vertu du par. 486 StPO, les services visés aux par. 483 a 485 du code, tels que la
Police fédérale et les polices des Lander en leur qualité d’autorités de poursuite pénale,
peuvent utiliser des systémes de fichiers communs. INPOL, qui est un réseau de don-
nées électronique reliant I'Etat fédéral et les Lénder, est un de ces systémes.

Les autorités de police fédérales et celles des Lander peuvent enregistrer et consulter
des données dans INPOL, qui est géré par le BKA. Les principaux groupes de données
qu’il contient sont les suivants : systtme d’index des registres de la police (Krimina-
laktennachweis, KAN), recherche de personnes (Personenfahndung), recherche d’ob-
jets (Sachfahndung), fichier de détention (Haftdatei), service d’identification (Erken-
nungsdienst) et fichier d’analyse d'ADN (DNA-Analysedatei).

Toute personne peut adresser une demande de renseignements directement au BKA
pour connaitre les données enregistrées a son sujet. Le BKA lui fournira une réponse
pour le compte de toutes les autorités reliées a INPOLS.

8  De plus amples informations sont disponibles & I'adresse suivante : www.bfdi.bund.de > Biirgerinnen und Biirger > Straf- und Sicherheits-
recht > Polizeien des Bundes > Polizeiliches Informationssystem — INPOL.
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2.2 France

La France compte plusieurs autorités de police : la Police nationale (Police administra-
tive, Police judiciaire), la Gendarmerie nationale, la Police municipale et les Gardes
champétres. Elle posséde une base de données unique pour les recherches de per-
sonnes, le Fichier des personnes recherchées (FPR) et une autre pour les recherches
sur les antécédents judiciaires, le Traitement d’antécédents judiciaires (TAJ).

Le FPR trouve sa base légale dans le Décret n° 2010-569 du 28 mai 2010 relatif au
fichier des personnes recherchées et l'article 230-19 du code de procédure pénal
(CPP). La base légale du TAJ est constituée par les articles 230-6 a 230-11 CPP.

Le FPR vise a faciliter les recherches et les contréles effectués par les services de
police et de gendarmerie dans le cadre de leurs missions de police judiciaire ou admi-
nistrative. Il recense les personnes qui font 'objet d’'une mesure de recherche ou de
vérification de leur situation juridique : personnes faisant I'objet de décisions judi-
ciaires ; personnes recherchées dans le cadre d'une enquéte de police judiciaire ; per-
sonnes dont la présence constitue une menace pour l'ordre public ou la slreté de
I'Etat ; étrangers concernés par une mesure restrictive de voyage, obligation de quitter
le territoire, interdiction de retour, reconduite a la frontiére, expulsion, assignation a
étranger ; personnes concernées par certaines mesures administratives : personnes
devant de l'argent au Trésor, personnes devant étre hospitalisées pour raisons psy-
chiatriques, personnes interdites de stade, retrait de la carte nationale d'identité ou d'un
passeport obtenus indiment.®

Le TAJ est utilisé dans le cadre des enquétes judiciaires pour la recherche des auteurs
d’infractions et dans les cadres d’enquétes administratives, comme les enquétes pré-
alables a certains emplois publics ou sensibles.10

Contrairement ala Suisse, la France est organisée de fagon centralisée. Ainsi, la ques-
tion de l'accés aux bases de données policieres ne se pose pas comme en Suisse.
Celles-ci sont en effet consultables par toute autorité de police, de gendarmerie et de
douane. Chaque policier, gendarme ou douanier possede un appareil mobile qui per-
met le contréle dans ces bases de données de maniére sécurisée. Les Gardes cham-
pétres qui ont certaines fonctions de police judiciaire ont également accés a ces bases
de données. Les polices municipales en revanche n'y ont pas acces directement. Elles
doivent demander l'assistance de la police ou de la gendarmerie. Le systéme centralisé
de la France a fait ses preuves. Pour le bon fonctionnement, la rapidité de l'inscription
et I'exactitude des données inscrites est primordiale.

Les controles de personnes et d'objets effectuées par la police et la gendarmerie sont
régis principalement par les articles 78-1 et 78-2 CPP, qui définissent les possibilités
des agents et des officiers de police judiciaire lors des contrdles. Il faut prendre en

9 https://www.cnil.fr/fr/fpr-fichier-des-personnes-recherchees.

0 https://www.cnil.fr/fr/taj-traitement-dantecedents-judiciaires..
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compte également la spécificité particuliere que sont les « réquisitions temporaires ou
permanentes » émises par des juges ou des autorités, qui habilitent les agents a effec-
tuer des contréles dans des lieux ou sur des objectifs précis.

2.3 Autriche

Le ministére fédéral de I'Intérieur gere le systéme d’'information électronique de la po-
lice criminelle (Elektronische Kriminalpolizeiliche Informationssystem, EKIS). EKIS est
une base de données qui regroupe les fichiers suivants :

le casier judiciaire (Strafregister) ; le fichier de recherche et d'information sur les véhi-
cules (KFZ-Fahndungs-/Informationsdatei) ; le fichier de recherche de personnes (Per-
sonenfahndungsdatei) ; le fichier d'information sur les personnes (Personeninforma-
tionsdatei), qui contient des informations relevant de la police de sécurité, du droit des
passeports et du droit des armes; le fichier de recherche dobjets (Sachen-
fahndungsdatei) ; le fichier de recherche de biens culturels (Kulturgutfahndungsdatei) ;
index des dossiers de police criminelle (Kriminalpolizeiliche Aktenindex), qui contient
des informations sur les rapports finaux de la police criminelle adressés aux parquets
en cas de soupcon dinfraction intentionnelle poursuivie d'office) ; les données signa-
létiques (Erkennungsdienstliche Evidenz), qui comprennent aussi le systéme d’em-
preintes digitales assisté par ordinateur (automationsunterstiitzte Fingerabdrucksys-
tem, Afis) et la banque de données sur les profils ADN (DNA-Datenbank).

2.4 Royaume-Uni

La base de données nationale de la police (Police National Database, PND), créée en
2011, est une base de données centralisée qui sert a I'échange d’informations entre
forces de police, autorités de poursuite pénale et autorités de surveillance. La PND a
été mise au point pour permettre aux forces de police d’échanger, au niveau national,
des informations locales et opérationnelles, d’y accéder et de les rechercher, amélio-
rant ainsi le flux d’information et la collaboration. Elle a été créée par la loi de 1996 sur
la police (Police Act 1966)'".

La PND a vu le jour par suite des recommandations issues de I'enquéte Bichard (Bi-
chard inquiry), lancée apres le meurtre de deux fillettes de 10 ans dans le Cambridges-
hire. Elle a pour objectifs clés de protéger les enfants et les personnes vulnérables, de
soutenir les mesures de lutte contre le terrorisme et la prévention de la criminalité, y
compris de la grande criminalité et du crime organisé, conformément aux priorités du
ministére de l'Intérieur (Home Office). Ce dernier fournit ainsi aux autorités de poursuite

" Notamment par la sect. 39A (www legislation.gov.uk/ukpga/1996/16/section/39A), qui donne au secrétaire d’Etat la compétence d’édicter des
codes de bonne pratique pour promouvoirl'efficacité et I'efficience des forces de police. Cette approche a été étayée par la loi de 2002 sur la
réforme de la police (Police Reform Act 2002, www.legislation.gov.uk/ukpga/2002/30/contents), qui a inséré la sect. 2 dans la loi de 1996 sur la
police.
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pénale policieres et non policiéres les principaux instruments pour combattre la crimi-
nalité : des informations.

La PND contient des informations sur les personnes, les groupes criminels organisés
(Organised Crime Groups, OCG), les objets (véhicules et téléphones), les lieux et les
événements. Elle sert a recueillir des informations sur le droit de garde (custody), les
infractions pénales, le trafic de drogue dans les zones rurales et les petites villes
(County Lines), les photos de garde a vue, la protection des enfants, la violence do-
mestique, les groupes criminels organisés et I'esclavage moderne. Elle offre ainsi une
vue consolidée de 53 flux de données provenant des forces de police et d’autres auto-
rités.

La PND joue un réle crucial dans l'analyse des risques et des menaces que ménent
ces autorités. C’est le seul systéme national qui regroupe toutes les données de la
police et un nombre croissant de données des autorités de poursuite pénale non poli-
ciéres pour fournir une seule et unique vue d'ensemble au niveau national. Les services
et autorités de police peuvent ensuite utiliser ces informations a des fins de sécurité,
de prévention, d’enquéte, de détection et de poursuite des infractions pénales, d’exé-
cution des sanctions pénales et a des fins policieres générales. La PND est I'un des
systémes les plus importants pour le travail de la police, car elle abolit les limites géo-
graphiques qu’exploitaient auparavant les criminels.

La PND est en cours de transformation afin de mieux répondre aux besoins de la police,
donnant également l'occasion de remplacer ou moderniser les technologies obsolétes
et passer au nuage informatique aux fins d'une meilleure convivialité.

2.5 Etats-Unis d’Amérique

Les Etats-Unis d’Amérique sont un Etat fédéral, dont la structure se répercute sur les
compétences de la police. Comme en Suisse, une liste clairement définie d’infractions
est soumise a la juridiction fédérale, sur lesquelles des dizaines d’agences fédérales
différentes sont chargées d’enquéter. Le célébre Federal Bureau of Investigation (FBI)
ou 'Agence fédérale de contrdle des stupéfiants (Drug Enforcement Administration,
DEA), entre autres, dépendent du Département de la justice (Department of Justice,
DOJ). Le Département de la sécurité intérieure (Department of Homeland Security,
DHS) chapeaute d’autres agences fédérales, telles que le Service des douanes et de
la protection des frontieres (U.S. Customs and Border Protection, CBP), le Service de
limmigration et des douanes (U.S. Immigration and Customs Enforcement, ICE) et le
United States Secret Service (USSS), I'équivalent de la Protection des ambassades et
de la Protection de I'Etat en Suisse. Les Etats gérent leurs propres services de police
(State Police), qui sont en général subordonnés a leur Département de la sécurité pu-
blique (Department of Public Safety) respectif. A 'échelon local, il existe des bureaux
de shérif (Sheriffs Departments), des polices de comté et des polices municipales.

Le Centre national d’'information sur la criminalité (National Crime Information Center,
NCIC) est la base de données centralisée des Etats-Unis qui sert a la collecte et au
suivi des informations liées a la criminalité et a 'échange d’informations. Géré par le
FBI, il est accessible aussi bien aux autorités fédérales qu’a celles des Etats et des
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municipalités. Il contient notamment des informations sur les mandats d’arrét, les an-
técédents judiciaires, les personnes disparues et les personnes en fuite, les véhicules
et les armes volés, et les personnes soupgconnées de terrorisme. Ces informations sont
communiquées rapidement aprés qu’'une autorité en a adressé la demande a d’autres
autorités lors d’'une enquéte. L’accés au NCIC est toutefois soumis a des conditions
strictes, selon le principe du besoin de connaitre (need-to-know principle). En d’autres
termes, les services de police fédéraux, étatiques et locaux y ont en principe acces,
mais seules les personnes qui ont besoin des informations pour accomplir leurs taches
officielles et disposent de I'accés sécurisé nécessaire peuvent y accéder.

La base légale formelle de la création et de I'exploitation des bases de données a
I'échelon fédéral est le titre 28, sect. 534, du code des Etats-Unis (Title 28 U.S.Code
§ 534), qui prévoit que le procureur général des Etats-Unis, voire le FBI, met en place
un systéme centralisé destiné a I'’échange d’informations pénales entre les autorités de
poursuite pénale. Le DOJ doit ainsi acquérir et conserver des dossiers d’identification
et les échanger avec les autorités fédérales, étatiques et locales. Le traitement des
données personnelles contenues dans les bases de données fédérales —y compris la
sécurité des données, les contréles d’accés et la finalit¢ — est régi par le titre 5,
sect. 552a, du code des Etats-Unis (loi de 1974 relative & la protection des données
personnelles), soit le Title 5 U.S.Code § 552a (Privacy Act of 1974) et, s’agissant plus
spécifiqguement des informations liées a la criminalité, par le titre 28, partie 20, du code
des réglements fédéraux (Title 28 Code of Federal Regulations Part 20).

Outre le NCIC, il existe par exemple les Services d’information de la justice pénale
(Criminal Justice Information Services, CJIS) et I'Integrated Automated Fingerprint
Identification System (IAFIS), géré par le FBI, qui est a la fois un systéme intégré d’iden-
tification automatique par empreintes digitales et un casier judiciaire. L'IAFIS est ali-
menté par les autorités fédérales, étatiques et locales sur une base volontaire et les
autorités de poursuite pénale peuvent y faire des recherches. Le principe du besoin de
connaitre s’applique également.

Aprés les attentats du 11 septembre 2001, les centres de fusion et les JTTF ont été
créés afin d'améliorer 'échange d'informations entre les autorités fédérales comme le
FBI, le DHS, le DOJ et les services étatiques et locaux. La base légale sur laquelle
reposent les centres de fusion est le titre 6, sect. 124h, du code des Etats-Unis (Title 6
U.S.C.§ 124h ; Department of Homeland Security State, Local, and Regional Fusion
Center Initiative). Ces derniers sont subordonnés aux Etats et servent principalement
a la mise en commun d’informations et de ressources entre différents services éta-
tiques et locaux aux fins de leurs enquétes respectives.

Les demandes entre autorités fédérales sont traitées au moyen de procédures for-
melles d'assistance administrative (Information Sharing Agreements, ISA). Les don-
nées ne peuvent étre transmises que dans le but dans lequel elles ont été collectées.
Les autorités conservent généralement la souveraineté en la matiere.

Les Etats et les services de police locaux ont également accés aux informations issues
du NCIC, qui est complété par le réseau national des télécommunications de police
(National Law Enforcement Telecommunications System, NLETS). Contrairement aux

16/48



bases de données telles que le NCIC, le NLETS n’est pas une archive centralisée, mais
un réseau de communication sécurisé qui sert de canal pour les demandes que se
transmettent les services autorisés. |l sert prioritairement a I'échange d’informations
entre les Etats, de méme quentre les Etats et les agences fédérales, notamment le
FBI. Les données demeurent toujours la propriété des autorités d'origine, telles que le
Département des véhicules a moteur (Department of Motor Vehicles, DMV) ou le corps
de police de tel ou tel Etat. Les contenus suivants sont notamment transmis par le biais
du NLETS : données concernant l'immatriculation des véhicules et les permis de con-
duire, antécédents judiciaires, données d’Interpol et messages de toute nature que
s’échangent les autorités de poursuite pénale. Sa base légale différe de celle du NCIC.
Le NLETS n’est pas une autorité étatique, mais une organisation privée d'utilité pu-
blique. Aucune loi fédérale n'oblige les Etats & échanger des données entre eux ; ils
sont donc libres de le faire.

Au niveau des comtés, il n’existe pas d’acceés uniforme ou complet aux données. Des
procédures formelles d’assistance administrative entre les services de police locaux et
les bureaux de shérif sont effectuées lorsqu’il N’y a pas de raccordement direct au sys-
teme, ce qui est le cas notamment pour les services de police de petite taille, ou en cas
d’'informations particulierement sensibles ou de données qui ne se trouvent pas dans
les systemes nationaux (par ex. protocoles d’intervention locaux). Les requétes pren-
nent alors la forme de demandes de renseignements (requests for information). A cet
égard, linfrastructure informatique et les pratiques de coopération sont extrémement
variables : elles vont des systémes numériques dernier cri aux dossiers papier et aux
communications par fax.

En conclusion, on retiendra que c’est surtout le NCIC qui est réglementé par une loi
fédérale, le DOJ ou le FBI ayant I'obligation de gérer une base de données centralisée
destinée al'échange d’informations entre autorités. Diverses structures viennent com-
pléter ce dispositif pour I'échange ciblé d’informations dans le cadre d’enquétes con-
crétes, par exemple via les centres de fusion ou les JTTF, qui réunissent des services
des échelons fédéral, étatique et local. Parallélement, il existe des initiatives soutenues
par les Etats, telles que le NLETS, qui permettent 'échange entre les Etats et avec les
services fédéraux. L'image générale qui s’en dégage est celle d'un systeme fragmente,
caractérisé par un acces aux informations, des normes techniques et des formes de
coopération décentralisés et tres hétérogénes.

2.6 Australie

La police fédérale australienne (Australian Federal Police, AFP) a pour mission de pro-
téger les intéréts du Commonwealth et d’exercer des fonctions de police dans le terri-
toire de la capitale australienne (Australian Capital Territory, ACT). Sa base légale est
la loi de 1979 sur la police fédérale australienne (Australian Federal Police Act 1979),
qui définit également ses missions'2. Elle collabore avec les forces de police des Etats
et des territoires pour enquéter et poursuivre des infractions qui ont un lien avec I'Etat

2 Le texte est disponible a I'adresse suivante : www.legislation.gov.au/C2004A02068/latest/text.
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ou menacent des intéréts nationaux. En d’autres termes, elle peut coopérer avec les
autorités locales de poursuite pénale dans les affaires qui relévent de la loi du Com-
monwealth, menacent des intéréts nationaux ou concernent des questions transnatio-
nales. Elle peut toutefois aussi collaborer avec la police d’'un Etat dans une affaire qui
n’a pas de dimension fédérale. Par ailleurs, des fonctionnaires fédéraux sont stationnés
dans tous les Etats et territoires.

La Commission australienne du renseignement criminel (Australian Criminal Intelli-
gence Commission, ACIC13) fournit différents services a AFP et aux forces de police
des Etats. L’'un d’eux est 'exploitation du systéme national de renseignement criminel
(National Criminal Intelligence System, NCIS), qui leur livre des informations transfron-
tieres afin qu’elles puissent prévenir et combattre les activités criminelles. Le NCIS met
en réseau leurs données et offre un accés sécurisé a une vue d'ensemble nationale
des informations de police et des renseignements de police criminelle.

Dans ce domaine, il existe plusieurs plates-formes sur lesquelles les forces de police
fédérales et celles des Etats fédérés échangent des données : les services de premiére
ligne (Frontline services), les services de protection (Protection services)et les services
biométriques et forensiques (Biometric and forensic services). Les services de pre-
miére ligne soutiennent plus de 71 000 agents des forces de police dans la lutte contre
la criminalité et les opérations quotidiennes en leur donnant accés a des systémes de
police. Les agents disposent ainsi rapidement d’'informations importantes sur les per-
sonnes, les véhicules, les armes a feu et la balistique et peuvent les échanger entre
eux'4. Les services de protection servent a identifier et a poursuivre les auteurs d'in-
fractions contre des enfants, contribuant ainsi a protéger les enfants vulnérables’s. En-
fin, les services biométriques et forensiques offrent des solutions globales destinées a
léchange de renseignements entre les forces de police australiennes et leur fournis-
sent des moyens d’investigation nationaux efficaces et performants, qui dépassent les
frontiéres des Etats et territoires?®.

3 Présentation du projet

3.1 Compétences de police selon le droit en vigueur

Protéger la liberté et les droits du peuple et assurer la sécurité du pays est 'un des
principaux buts de la Confédération suisse (art. 2, al. 1, Cst.). La mise en ceuvre in-
combe a la Confédération et aux cantons. En vertu de l'art. 57, al. 1, Cst., ils pourvoient
a la sécurité du pays et a la protection de la population dans les limites de leurs com-

www.acic.gov.au
www.acic.gov.au/frontline-services

WWW.acic.gov.au/services/protection-services

www.acic.gov.au/biometric-and-forensic-services
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pétences respectives. lls sont également tenus de coordonner leurs efforts en la ma-
tiere, toujours dans les limites de leurs compétences existantes (art. 57, al. 2, Cst.).
Aucune compétence fédérale générale ne peut donc étre tirée de ces dispositions pour
réglementer les taches de police'’.

Les cantons sont souverains en matiére de police'®. Or, la Confédération dispose elle
aussi de différentes compétences policieres en matiére de maintien de la sécurité : elle
prend en effetles mesures nécessaires pour assurer la sécurité intérieure et extérieure
de la Suisse et celle de ses organes et institutions. Cette compétence dite inhérente
repose sur I'existence méme de la collectivité nationale'®. Dans ce domaine, la Confé-
dération est également compétente pour réglementer la consultation des données.

Par ailleurs, elle peut réglementer la consultation de données de police au niveau in-
ternational en vertu de sa compétence globale en matiére d’affaires étrangéres (art. 54,
al. 1, Cst.), tout en faisant preuve de retenue et en associant les cantons dans la me-
sure ou leur souveraineté en la matiére est engagée (art. 54, al. 3, et 55 Cst.)20.

La Confédération est compétente pour légiférer en matiere de droit pénal et de procé-
dure pénale (art. 123, al. 1, Cst.). Cette compétence comprend notamment la définition
des dispositions et des procédures nécessaires pour veérifier la véracité d’'un soupgon
d’infraction pénale et, le cas échéant, le jugement de ladite infraction. Tel est le cas
lorsqu’il s’agit de réglementer de maniére exhaustive, pour la Confédération et les can-
tons, I'échange de données de police judiciaire?!, c’est-a-dire de données utilisées au
titre d’'une procédure pénale. Les moyens permettant de prévenir les infractions et de
constater leur éventuelle commission relevent en revanche de la législation sur la po-
lice de sécurité et la police criminelle, qui, elle, incombe aux cantons?2.

Rapport Malama (note Fehler! Textmarke nicht definiert.), p. 4486 — La Constitution fédérale de 1874 (aCst.)ne contenait pas de disposition
correspondant a 'art. 57 Cst. ; ce dernier découle d’une proposition du Conseilfédéral, qui tenait a mettre a jour ses compétences organiques
et celles de '’Assemblée fédérale (art. 85,ch. 7, et 102, ch. 10, aCst.), tandis que la disposition relative a la coordination résulte du souhait des
cantons ; le but n’était pas de créer des compétences législatives pour la Confédération ; cf. MULLER/MOHLER, op. cit. (note Fehler! Textmarke
nichtdefiniert.), n® 1, 4,26 et 31 et les références citées ; OLIVER BLEICKER, Kommentar zu Art. 57 BV, in Commentaire romand, Constitution
fédérale, 2021, n°1 s. ; GIOVANNI BAGGINI, BV Kommentar, 2° éd. 2017, n° 2 ; ROBERT BAUMANN, op. cit. (note Fehler! Textmarke nicht defi-
niert.), p. 476 ; JEAN-FRANCOIS AUBERT, Commentaire de I'art. 57 Cst., in Petit commentaire de la Constitution fédérale de la Confédération
suisse du 18 avril 1999, 2003, n® 1 s. et 5.

ATF 140 | 353 consid. 5.1 p. 359 s. ; 117 la 202 p. 216 ; message du 20 novembre 1996 relatif a une nouvelle constitution fédérale,
FF 19971 1, 236 ad art. 53 ; rapport Malama (note Fehler! Textmarke nicht definiert.), p. 4181 s. et les références citées ; pour la doctrine,
entre autres GIOVANNI BIAGGINI (note 17), art. 57 n°5

ATF 117 1a 202 consid. 4a p. 211 s. ; messagedu 17 aot 2005 relatif a la modification de la loi fédérale instituant des mesures visant au main-
tien de la sdreté intérieure (Mesures contre la propagande incitant a la violence et contre la violence lors de manifestations sportives),
FF 2005 5285, 5310 ; rapport Malama (note Fehler! Textmarke nicht definiert.), p. 4188 ; pour I'évolution de la pratique du Conseil fédéra, cf.
OLIVIER BLEICKER, op. cit. (note 17), n° 56 ss.

Cf. ace sujet laloi fédérale du 22 décembre 1999 sur la participation des cantons a la politique extérieure de la Confédération (RS 138.1) ;
rapport Malama (note Fehler! Textmarke nicht definiert.), p. 4190 ; rapport du Conseil fédéral du 5 mars 2010 en réponse au postu-
lat 07.3764 de la Commission des affaires juridiques du Conseil des Etats du 16 octobre 2007 et au postulat 08.3765 de la Commission des
institutions politiques du Conseil national du 20 novembre 2008, La relation entre droit international et droit interne, FF 2010 2067, 2079 s. ;
MULLER/MOHLER, op. cit. (note Fehler! Textmarke nicht definiert.), n® 17 et 38.

Pour la terminologie, cf. ci-apres ch. Fehler! Verweisquelle konnte nicht gefunden werden. — MULLER/MOHLER, op. cit. (note Fehler! Text-
marke nicht definiert.), n° 41 ss.

2 ATF 1401353 consid. 5.1 p. 360, consid. 5.5.1p. 353 ; avis du Conseil fédéral du 23 mai 2012 sur le rapport de la Commission des affaires
juridiques du Conseil national du 3 février 2012 concernantl'initiative parlementaire « Investigation secréte. Restreindre le champ d’application
des dispositions légales », FF 2012 5183, 5185 et les références citées ; les instruments de recherche sont spécifiés dans la Iégislation sur la

20

21
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La Confédération est compétente pour accomplir des taches de police criminelle au
stade des enquétes préliminaires lorsque les infractions commises relévent de la juri-
diction fédérale en vertu de l'art. 123, al. 2, Cst. Dans ce cadre, elle est également
compétente pour réglementer 'échange de données de police.

En matiere de police de sécurité, la Confédération a des compétences qui découlent
implicitement de ses différentes compétences matérielles, notamment dans les do-
maines du trafic ferroviaire (art. 87 Cst.), de la circulation routiére (art. 82 Cst.), de
laviation (art. 87 Cst.) et des douanes (art. 133 Cst.)23.

Par contre, elle n'a pas de compétence Iégislative pour les données de police de sécu-
rité, de police administrative et de police criminelle qui sont traitées en vertu du droit
cantonal.

3.2 Modification proposée

La modification proposée prévoit d'attribuer a la Confédération une compétence légi-
slative globale pour réglementer la consultation de données de police. Les cantons
travaillent actuellement a un concordat dans ce but. Etant donné que leurs travaux
pourraient prendre encore du temps et qu’il n'est pas certain que tous les cantons si-
gnent le concordat, la compétence fédérale visée par la motion de la CPS-N semble
étre la solution la plus appropriée. Comme la réalisation de la plate-forme de recherche
de police requiert une législation uniforme au niveau de la Suisse, il est aussi indiqué
d’instaurer une compétence fédérale sous l'angle du principe de subsidiarité (art. 5a
Cst.).

La révision partielle de la LSIP a pour but de fournir les bases légales pour mettre en
ceuvre la plate-forme de recherche de police. Il s’agit de la réalisation technique de la
plate-forme demandée par la motion 18.3592, qui doit permettre aux utilisateurs habi-
litts de consulter les systemes d’information de police raccordés en une seule interro-
gation et de rendre ainsi le travail de police plus efficient. La plate-forme de recherche
de police est régie par les art. 17¢ a 17e. Le premier, l'art. 17¢, en fait une description
globale, l'art. 17d précise a quelles fins elle peut étre utilisée et par quelles autorités,
et, enfin, l'art. 17e spécifie les données qui peuvent étre consultées.

Par ailleurs, le réseau de systémes de police (art. 9 LSIP), qui relie le SNE et les sys-
temes de coopération policiere et d’identification des personnes, sera élargi a d’autres
systemes d'information. En effet, certains systéemes pourtant essentiels pour le travail
de police quotidien comme le RIPOL ne font actuellement pas partie du réseau. C’est
inefficace, car cela signifie que le RIPOL, tout comme l'index national de police (art. 17
LSIP) et les systémes de gestion des affaires et des dossiers de fedpol, doivent étre

police et le droit administratif cantonaux, cf. message du 21 décembre 2005 relatif a I'unification du droitde la procédure pénale, FF 2006 1057,
1202 s. ; cf. en revanche l'arrét du Tribunal fédéral 1C_63/2023 du 17 octobre 2024 consid. 3.5.3.

Cf. rapport Malama (note Fehler! Textmarke nicht definiert.), p. 4188 ; MULLER/MOHLER, op. cit. (note Fehler! Textmarke nicht definiert.),
n° 45 ss ; OLIVIER BLEICKER, op. cit. (note 17), n° 26 ss ; cf. aussi JEAN-FRANGOIS AUBERT, op. cit. (note 17), n° 4.

23
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consultés séparément par les utilisateurs habilités. De plus, il y a un risque de faire des
saisies inexactes par manque de temps, ce qui peut produire des résultats erronés.

3.3 Questions de mise en ceuvre

Mis a part la nouvelle compétence fédérale proposée a l'art. 57, al. 3, pour réglementer
la consultation d’informations de police, l'introduction de POLAP nécessite aussi la ré-
vision de la LSIP. La LSIP contient les dispositions permettant de mettre en ceuvre
échange d’informations au moyen de POLAP. Cependant, il faut d’'abord que la modi-
fication de la Constitution ait été acceptée par le peuple et les cantons pour que cet
échange d’informations puisse étre mis en ceuvre. Dans la LSIP, cela concerne uni-
quement lart. 17¢, al. 5.

Les autres dispositions doivent entrer en vigueur plus rapidement et étre concrétisées
au niveau de 'ordonnance, comme dans le droit actuel. Il restera a examiner s’il y a
lieu de modifier l'ordonnance du 15 octobre 2008 sur le Systéme national d’enquéte
(RS 360.2), 'ordonnance IPAS du 15 octobre 2008 (RS 361.2), l'ordonnance RIPOL
du 26 octobre 2016 (RS 361.0) et 'ordonnance N-SIS du 8 mars 2013 (RS 362.0). A
une date ultérieure, lorsque tous les cantons auront été raccordés a la plate-forme de
recherche de police, l'index national de police devra étre désactivé, lart. 17 LSIP et
lordonnance du 15 octobre 2008 sur I'index national de police (RS 361.4) devront étre
abrogés.

4 Commentaire des dispositions
41 Ajout de I'art. 57 Cst.

Il est prévu d’introduire la nouvelle compétence fédérale sous la forme d’'un nouvel al. 3
a l'art. 57 Cst., qui traite de la sécurité, afin d'illustrer clairement que le contenu régle-
mentaire de l'art. 57 est triple?4 : I'al. 1 dispose que la Confédération et les cantons
pourvoient a la sécurité du pays dans les limites de leurs compétences respectives.
L’al. 2 prévoit que ces derniers coordonnent leurs efforts en la matiére. L’al. 3, qui est
nouveau, confére quant a lui a la Confédération une nouvelle compétence, a savoir
celle de réglementer I'échange de données de police. Eu égard a la systématique, il ne
serait pas approprié d’ajouter cette nouvelle norme a la disposition relative au droit
pénal (art. 123 Cst.), car les données de police qui relévent de cette compétence dé-
passent le domaine du droit pénal.

La formulation potestative octroie a la Confédération une compétence Iégislative glo-
bale, facultative et concurrente, qui a une force dérogatoire subséquente. Elle tient

2 Cette structure correspond au principe d’iconicité juridique ; cf. STEFANHOFLER, Gute Gesetzessprache aus dem Blickwinkel der Sprachwissen-
schaft, in Gute Gesetzessprache als Herausforderung fir die Rechtsetzung.16. Jahrestagung des Zentrums fir Rechtsetzungslehre, 2018,
p. 51.
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compte des besoins des cantons, notamment de leurs travaux actuels en vue d'un
concordat?5.

La compétence législative comprend la réglementation de la « communication de don-
nées dans le domaine de la sécurité intérieure ».

La « communication de données » consiste a transmettre ces derniéres ou a les rendre
accessibles (cf.art. 5, let. e, de la loi fédérale du 25 septembre 2020 sur la protection
des données?%). La compétence octroyée a la Confédération de réglementer cette com-
munication I'nabilite a légiférer afin que l'autorité compétente puisse consulter les don-
nées nécessaires ou les mettre a disposition dans 'accomplissement de ses taches.

Contrairement a I'expression « échange de données de police » utilisée dans les deux
motions mentionnées précédemment aux ch. Fehler! Verweisquelle konnte nicht ge-
funden werden. et Fehler! Verweisquelle konnte nicht gefunden werden., I'expres-
sion « communication de données dans le domaine de la sécurité intérieure » définit
clairement les données dont I'échange est réglementé. Ces derniéres concernent des
procedures relatives a la police de sécurité, a la police administrative, a la police crimi-
nelle et a la police judiciaire?’.

La police de sécurité comprend la prévention des menaces et I'élimination des pertur-
bations, régies par les lois générales sur la police. Elle vise donc a empécher et a
prévenir des menaces concrétes, par exemple en protégeant les participants a une
manifestation, en dispersant un cortége de supporters violents, en intervenant en cas
de tapage nocturne ou en protégeant des personnes.

La police administrative vise a prévenir les dangers afin de garantir la sécurité et 'ordre
publics. Elle utilise des moyens de droit administratif tels que les autorisations et autres
décisions. Elle inclut notamment des taches étroitement liées a la sécurité intérieure,
comme l'octroi d’'un permis d’acquisition d’armes, la saisie de matériel de propagande
violente ou l'obligation pour les terroristes dangereux de se présenter et de participer
a des entretiens. Elle comprend toutefois aussi des activités de police du commerce
qui ne sont pas remplies par les autorités de police au sens strict — c’est-a-dire la police
municipale, cantonale ou la Police judiciaire fédérale —, mais par les autorités qui en
ont la compétence matérielle, comme les autorités compétentes en matiere de cons-

% Cf. ci-dessus a ce sujetle ch. Fehler! Verweisquelle konnte nicht gefunden werden. ; cf. GIovANNI BIAGGINI (note 17), op. cit., art. 123 n° 6.

% RS 235.1

2 pour la terminologie, cf. rapport explicatif de fedpol de novembre 2009 sur le projet de loi fédérale sur les taches de police de la Confédération,

pp. 20 s., et rapport Maama (note Fehler! Textmarke nicht definiert.), pp. 4204 ss; message du 7 mars 1994 concernant la loi fédérale sur
des mesures visantau maintien de la sGreté intérieure ainsi que l'initiative populaire «S. 0. S. — pour une Suisse sans police fouineuse»,
FF 1994 11 1123, 1135 ss ; pour la doctrine, entre autres GIOVANNI BIAGGINI (note 17), art. 57 n° 4 et les références citées.
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truction, les offices de la santé publique ou les services chargés du contrdle des den-
rées alimentaires. Ces activités de police du commercenon liées ala sécurité intérieure
ne sont pas couvertes par la nouvelle compétence législative de la Confédération.

Les taches de police criminelle sont effectuées préalablement a un soupgon d’'infraction
afin d’identifier et de combattre les infractions pénales, tandis que celles de police ju-
diciaire visent a identifier, a élucider et a poursuivre les infractions pénales déja com-
mises conformément aux régles du code de procédure pénale. Police criminelle et po-
lice judiciaire sont parfois utilisés comme synonymes, étant précisé que la premiére se
limite aux enquétes préliminaires qui précédent 'ouverture d’une procédure pénale,
alors que la seconde se charge des enquétes qui suivent I'ouverture de cette procé-
dure.

4.2 Modification de la LSIP
Titre

La loi fédérale du 13 juin 2008 sur les systéemes d’information de police de la Confédé-
ration (LSIP ; RS 367) régit non seulement des systemes d'information de la Confédé-
ration, mais mentionne également les systemes Schengen/Dublin. La « partie nationale
du Systeme d'information Schengen » visée a 'art. 16 LSIP se réfere au systéme d'in-
formation national distinct, qui est exploité par fedpol et destiné a 'enregistrement des
données du SIS. En revanche, les systémes d’information garantissant l'interopérabilité
entre les différents systemes d’information de 'UE dans les domaines des frontieres,
de la migration et de la police et ayant été transposés dans le droit suisse, en tant que
développement de l'acquis de Schengen, aux art. 16a (Service partagé d’établisse-
ment de correspondances biométriques), 16b (Portail de recherche européen) et 16¢
(Détecteur d’identités multiples) (cf. reglements [UE] 2019/817 et [UE] 2019/818), ne
sont pas des systémes gérés par la Confédération. Ces systémes d'information et ces
traitements de données sont exploités et administrés par 'Agence de I'Union euro-
péenne pour la gestion opérationnelle des systemes d'information a grande échelle
(eu-LISA). Etant donné que les art. 17¢ ss régissent désormais la « plate-forme de re-
cherche de police », qui n’est pas non plus un systéme d’information de la Confédéra-
tion, il convient de supprimer « de la Confédération » dans le titre de la loi. La loi doit
par conséquent s'intituler « loi fédérale sur les systemes dinformation de police
(LSIP) ».

Préambule

La motion 23.4311 de la Commission de la politique de sécurité du Conseil national
« Création d’une base constitutionnelle visant a réglementer 'échange de données de
police au niveau national » a été transmise au Conseil fédéral le 12 juin 2024. Ce der-
nier a ainsi été chargé de « soumettre au Parlement une révision de la Cst. qui octroie
a la Confédération la compétence de réglementer la consultation de données de police
entre les cantons ainsi qu'entre la Confédération et les cantons ». La compétence |é-
gislative de la Confédération requise a cet effet doit étre inscrite a I'art. 57, dans un
nouvel al. 3, Cst. Par conséquent, il faut désormais faire référence également a cet
alinéa dans le préambule.

Art. 2
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Le remaniement des art. 17 et 18 LSIP et leur déplacement aux art. 15a et 15b permet-
tent de simplifier I'art. 2. En outre, la plate-forme de recherche de police est ajoutée a
la nouvelle let. c.

Art. 3

La 1r partie de phrase de l'art. 3, al. 1, est complétée par I'ajout de la plate-forme de
recherche de police, car celle-ci doit également étre soumise aux principes prévus par
la loi. Etant donné que la plate-forme de recherche de police permet d’accéder aux
données en ligne, celui-ci est ajouté a l'al. 2. Outre les systémes d’information gérés
par la Confédération, les cantons participant a la plate-forme de recherche de police
accordent aux utilisateurs habilités les droits d’accés correspondants a leurs systemes
d’'information de police.

Art. 6, al. 6

Le présent alinéa définit le droit applicable a la conservation, a l'effacement, a l'archi-
vage et a la destruction des données pouvant étre consultées au moyen de la plate-
forme de recherche de police. Etant donné que cette derniére ne fournit qu’une repré-
sentation standardisée des informations provenant des systémes sources qui y sont
raccordés, mais ne contient elle-méme aucune donnée, les données ne peuvent étre
conservées, effacées, archivées et détruites que dans le systéeme source correspon-
dant. C’est donc le droit fédéral ou cantonal applicable au systéme source concerné
qui fixe la conservation, I'effacement, 'archivage et la destruction des données qui y
sont enregistrées. Outre le droit applicable au systéme source raccordé, I'obligation de
proposer les documents aux Archives fédérales conformément a la loi fédérale du
26 juin 1998 sur l'archivage?® reste réservée au niveau fédéral.

Art. 7
Al 1

Etant donné que des données des cantons peuvent également étre consultées sur la
plate-forme de recherche de police, il faut préciser que la LPD ne s’applique qu’aux
demandes de renseignements portant sur des données de la Confédération. Les de-
mandes de renseignements concernant les données des cantons continuent d’étre ré-
gies par le droit cantonal.

Al 2

Pour la méme raison que celle mentionnée dans le commentaire de 'al. 1 ci-dessus, il
convient d'indiquer que fedpol ne répond qu'aux demandes de renseignements sur les
systemes d’information qu’il exploite. En vertu du droit en vigueur, lorsqu’'une personne
souhaite savoir si une autorité de police traite des données la concernant, elle doit
s’adresser directement a cette derniere. Afin d’obtenir un apergu complet, elle doit dans
certains cas déposer une demande de renseignements dans 26 cantons et, le cas

% RS 152.1
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échéant, également auprés de polices municipales ou communales et d’autres autori-
tés.

A la demande du Préposé fédéral a la protection des données et a la transparence
(PFPDT), fedpol doit donc se tenir a la disposition de la population en tant que point de
contact central pour les demandes portant sur des données pouvant étre consultées
sur la plate-forme de recherche de police. |l doit transmettre la demande a tous les
services habilitts a consulter les données, rassembler leurs renseignements et les
mettre a la disposition des personnes requérantes. Le droit d'acces auprés des cantons
concernés est régi par le droit cantonal applicable. Il est en outre toujours possible
d’adresser des demandes de renseignements directement aux services cantonaux. I
s'agit par conséquent d'une prestation fournie par fedpol en tant que « guichet
unique », qui simplifie considérablement I'exercice du droit d’accés. La mise en ceuvre
de cette solution nécessiterait toutefois la création de postes supplémentaires (cf.com-
mentaire du ch. 5.1.).

Il s’agit d’'une prestation étendue au profit des personnes requérantes, qui peuvent ainsi
obtenir des renseignements provenant de nombreuses autorités en ne déposant
gu’'une seule demande. Il faut par conséquent s’‘attendre a une hausse considérable
du nombre de demandes de renseignements. Une charge supplémentaire en résultera
non seulement pour fedpol, mais aussi pour les cantons tenus de fournir des rensei-
gnements, car le guichet unique deviendra plus attrayant du fait qu’il permet de déposer
des demandes de renseignements pour un grand nombre de systéemes. Malgré une
augmentation des colts, cela améliorera le droit d'accés des personnes habilitées a
obtenir des renseignements en vertu de la législation sur la protection des données.

Al 5

La plate-forme de recherche de police permet d’effectuer directement des requétes
depuis différentes juridictions (Confédération et cantons). Les al. 5 et 6 clarifient le prin-
cipe déja en vigueur selon lequel le traitement des données est soumis au droit appli-
cable au systéeme d’information raccordé a la plate-forme. Lorsqu'une requéte effec-
tuée via la plate-forme de recherche de police permet de consulter un systeme d’infor-
mation cantonal, le droit fédéral en matiére de protection des données ne s’applique
pas.

Al 6

fedpol exploite des systémes d'information qui sont utilisés également par des polices
cantonales afin d’accomplir des taches liées aux cantons. A T'heure actuelle, c'est le
cas principalement du SNE. Cependant, il est tout a fait possible que fedpol exploite
d’autres systémes d’information a I'avenir, qui pourraient également étre utilisés par
des autorités cantonales pour 'accomplissement de taches au niveau cantonal. Le droit
d’obtenir des renseignements sur les données traitées en vertu du droit cantonal est
régi également par le droit cantonal applicable. Il est donc clair que fedpol ne peut pas
fournir de renseignements dans ce cas.

Art. 9 Objet
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Désormais, le réseau de systemes d’'information de police ne doit plus se limiter au
raccordement des systémes d’information visés aux art. 10 a 14 LSIP. Il faut qu'il soit
possible sur le plan juridique de créer unréseau de systémes d’'information plus étendu.
Ainsi, le RIPOL au sens de l'art. 15 LSIP, l'index national de police au sens de l'art. 15a
LSIP et les systemes de gestion des affaires et des dossiers de fedpol au sens de
lart. 15b LSIP pourront également étre intégrés au réseau. Ne continueront a y avoir
acces en ligne que les autorités et les services pour lesquels les articles de loi susmen-
tionnés (art. 10 a 15b) prévoient un tel acces.

En outre, le réseau de systemes d’information de police doit pouvoir étre étendu éga-
lement a d’autres systémes d’'information de la Confédération liés a la sCreté intérieure
régis par d’autres lois. Il s'agit notamment de systémes d’information relevant de la
compétence du Secrétariat d’Etat aux migrations (SEM) ou de la responsabilité de I'Of-
fice fédéral des routes, tels que le systéme d’'information relatif a 'admission a la circu-
lation (SIAC).

L’établissement de l'interopérabilité entre les systemes d’information de 'UE dans les
domaines des frontiéres, de la migration et de la police permet déja d’accéder, au
moyen d'une seule requéte, aux systemes d’information et aux traitements de données
de fedpol et du SEM. Le portail de recherche européen (ESP) visé a lart. 16b LSIP
permet d’interroger simultanément le systéme d’entrée et de sortie (EES), le systéeme
européen d'information et d’autorisation concernant les voyages (ETIAS), le systeme
central d'information sur les visas (C-VIS), la base de données centrale de 'UE sur les
empreintes digitales dans le domaine de l'asile (Eurodac), le systéme d’information
Schengen (SIS), ainsi que des banques de données d’Interpol et d’Europol.

Le raccordement technique des systéemes d'information facilite considérablement la re-
cherche d'informations. En n’interrogeant qu’un seul systeme, les requétes gagnent en
efficacité et les autorités compétentes économisent des ressources. Il y a aussi des
avantages pour ce qui est de I'exactitude des résultats. Par rapport a des saisies mul-
tiples, la saisie unique des données personnelles réduit en effet nettement le risque de
fautes de frappe et, par conséquent, celui de rechercher les mauvaises données per-
sonnelles. S’agissant notamment des noms et prénoms dans des langues qui n'utilisent
pas l'alphabet latin, la transcription peut étre ambigué ou des erreurs peuvent s’y glis-
ser. Il est donc justifié de relier entre eux des systémes d’information « nationaux »
relevant de la compétence de diverses autorités fédérales, et de les rendre accessibles
aux autorités et services habilités au moyen d’'une seule requéte.

La formulation modifiée « les consulter tous grace a une interrogation unique » permet
de préciser qu’il ne s’agit pas de l'interrogation de lindex au sens de I'« index national
de police » visé a l'art. 17 LSIP, qui permet uniquement de savoir si une personne est
enregistrée dans un systeme d’'information. Les personnes habilitées a accéder au ré-
seau de systemes d’information de police peuvent consulter directement les systemes
sources et les données qu’ils contiennent. Le droit en vigueur leur octroie déja ce droit,
bien que la formulation peu heureuse de la disposition concernée ne soit pas claire.

Art. 10, al. 4, let. a a ater
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Les unités actuellement mentionnées « division [...] Engagement et recherches » et
« section Systémes de police de la division principale Services » n’existent plus depuis
longtemps a fedpol. Il convient donc de modifier la formulation des autorisations d’ac-
cés au « systéme d’'appui aux enquétes de police judiciaire de la Confédération » en
tant que partie intégrante du SNE, qui regroupe les systéemes d'information visés aux
art. 10, 11 (Systéme de traitement des données relatives aux infractions fédérales) et
13 (Systéme d’appui aux enquétes menées par les cantons dans leur domaine de com-
pétence en matiére de poursuite pénale) (cf. mise en ceuvre des art. 10, 11 et 13 LSIP
dans l'ordonnance du 30 novembre 2001 concernant I'exécution de taches de police
judiciaire au sein de I'Office fédéral de la police [RS 360.1]).

L’autorisation d’acceés en ligne au « systéme d’appui aux enquétes de police judiciaire
de la Confédération » en tant que partie intégrante du SNE, est octroyée au SFS de
fedpol, qui assume des taches relatives a la protection des autorités fédérales, des
personnes jouissant d’'une protection spéciale en vertu du droit international public ainsi
que les missions diplomatiques permanentes, les postes consulaires et les organisa-
tions internationales. Il importe que les collaborateurs du SFS chargés de la protection
de personnes et de batiments sachent qu'une personne ayant proféré une menace est
déja visée par une procédure de police judiciaire. Ces derniers peuvent ainsi mieux
évaluer si la personne en question représente un risque concret et, le cas échéant,
quelles mesures s'imposent. En outre, les collaborateurs du Domaine de direction Coo-
pération policiére internationale (CPIl) de fedpol, doivent savoir, dans le cadre d’une
demande provenant de l'étranger, qu’'une personne ou qu’un objet sont par exemple
liés a une procédure de police judiciaire. Ce n'est qu’ainsi qu’ils pourront transmettre
des informations correctes a l'autorité requérante suisse ou étrangére. Le MROS a
également besoin d’accéder au « systeme d’appui aux enquétes de police judiciaire de
la Confédération » afin d'accomplir ses taches de lutte contre le blanchiment d’argent,
les infractions préalables au blanchiment d’argent, la criminalité organisée et le finan-
cement du terrorisme. Le fait de savoir qu'une personne est impliquée dans une pro-
cédure de police judiciaire peut étre déterminant pour 'examen effectué sur la base de
soupgons. Etant donné que le nombre de communications de soupgons ne cesse
d’augmenter (2024 : 15 141 communications ; 2025 : 21 087 communications), le
MROS ne peut pas passer par la voie de I'assistance administrative. Bien que rattaché
sur le plan administratif a fedpol, il accomplit ses tadches opérationnelles indépendam-
ment de l'office et conformément a la loi du 10 octobre 1997 sur le blanchiment d'ar-
gent2?. Le MROS doit donc étre mentionné explicitement dans la LSIP en tant que ser-
vice disposant d’un droit d’acceés.

Art. 11
Al 4

Il s’agit uniquement de I'adaptation du renvoi dans l'alinéa en vigueur.

Al 5, let. a a ater
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A Tart. 11, qui régit le systéme de traitement des données relatives aux infractions fé-
dérales (faisant également partie du SNE), il convient également de supprimer les uni-
tés organisationnelles « division [...] Engagement et recherches » et « section Sys-
temes de police de la division principale Services », qui n’existent plus a fedpol. Il s’agit
des mémes services que ceux mentionnés a l'art. 10 LSIP concernant le « systéme
d’appui aux enquétes de police judiciaire de la Confédération ». Il faut donc utiliser a la
let. a la méme formulation qu’a l'art. 10, al. 4, let. a (cf. commentaire de cet article).

D’autres services de fedpol doivent également obtenir un accés en ligne au « systéme
de traitement des données relatives aux infractions fédérales ». Il s’agit des mémes
services ayant besoin d'un acceés au « systeme d’appui aux enquétes de police judi-
ciaire de la Confédération » visé a l'art. 10 LSIP pour les mémes raisons qui y sont
mentionnées : le SFS, qui assume des taches de protection des autorités fédérales,
des personnes jouissant d’une protection spéciale en vertu du droit international public
ainsi que les missions diplomatiques permanentes, des postes consulaires et des or-
ganisations internationales, le Domaine de direction CPI a des fins de coopération po-
liciere avec des autorités suisses et étrangeres et le MROS pour ses taches de lutte
contre le blanchiment d’argent, les infractions préalables au blanchiment d’argent, la
criminalité organisée et le financement du terrorisme.

Art. 12
Al 2 let. ¢

L’art. 12 LSIP régle le « systéme de traitement des données relatives a la coopération
policiére internationale et intercantonale ». Il permet la coopération entre les organes
de police de la Confédération et les organes de police cantonaux et étrangers ainsi que
léchange d’informations de police, par exemple a des fins de recherche de personnes
disparues ou d’identification de personnes inconnues.

L’ajout de la let. ¢ vise a créer une base légale pour les dispositifs de collaboration
utilisés par fedpol afin de permettre la consultation de données entre les autorités et
les services de la Confédération et des cantons. Il est nécessaire de consulter des
données en particulier lors d'événements majeurs ou dans le cadre de la coordination
préventive et répressive de cas impliquant de nombreuses autorités fédérales et can-
tonales. Le Forum économique mondial peut étre cité comme exemple d’événement
majeur. De nombreuses autorités fédérales et cantonales participent a son organisa-
tion. Lors d’événements majeurs de ce type, qui ne durent souvent que quelques jours,
il importe que les autorités chargées de I'organisation et de la mise en ceuvre puissent
consulter des données de maniére rapide et flexible. Les dispositifs de collaboration
doivent pouvoir étre utilisés a des fins de protection et aussi de formation dans toutes
les taches assumeées par fedpol.

Al 6, let. a a ater

Il convient ici aussi de supprimer les dénominations des unités organisationnelles qui
ne sont plus d’actualité. Par ailleurs, d’autres services de fedpol doivent obtenir 'acces
en ligne au « systeme de traitement des données relatives a la coopération policiere
internationale et intercantonale ». Comme pour les systéemes d'information visés aux

28/48



art. 10 et 11 LSIP, il s'agit du SFS a des fins de protection des autorités fédérales, des
personnes jouissant d’'une protection spéciale en vertu du droit international public ainsi
que les missions diplomatiques permanentes, des postes consulaires et des organisa-
tions internationales, de la CPI en vue de la coopération policiere avec des autorités
suisses et étrangéres et du MROS.

Art. 12a Plate-forme de collaboration

Cette plate-forme est destinée a I'échange d’informations entre diverses autorités fé-
dérales et cantonales lorsque la collaboration est nécessaire. C’est le cas par exemple
lors de grandes manifestations politiques ou sportives, ou encore dans des situations
de crise.

Le nouvel art. 12a reprend la formulation de I'art. 10 en vigueur de I'ordonnance SNE
(RS 360.2). En effet, au cours des derniéres années, la plate-forme de collaboration
prévue a l'article précité s’est considérablement développée et son utilisation dans la
pratique s’est révélée plus qu’utile, notamment dans des situations d'urgence ou de
crise, ou elle a permis la collaboration et le transfert d’'informations rapide et efficace
entre les autorités concernées. En raison de son importance croissante, que ce soit par
sa taille ou son utilisation, la plate-forme doit étre considérée comme un systéme d’in-
formation a part entiére et non plus seulement comme un simple outil de travail per-
mettant une meilleure utilisation du systeme national d’enquéte.

Du moment qu’elle est considérée commeun systéme d’information, la plate-forme doit
étre réglée dans une loi au sens formel.

A linstar de ce qui est prévu pour les autres systémes d'information, il appartiendra au
Conseil fédéral de déterminer notamment la responsabilité du traitement des données,
le catalogue des données saisies, la portée des autorisations d’acces en ligne ou la
durée de conservation des données (art. 19 LSIP).

Art. 14
Al. 1, 1 phrase

Le systéme visant a l'identification de personnes dans le cadre de poursuites pénales
et de la recherche de personnes disparues contient les données personnelles de per-
sonnes ayant fait l'objet d'un relevé signalétique. La 1 phrase de cet alinéa est com-
plétée par la formulation « et de lidentification de personnes en cas d’accidents, de
catastrophes naturelles et d’actes de violence », qui indique explicitement les taches
que fedpol assume dans le cadre de l'identification des victimes de catastrophes (Di-
saster Victim Identification, DVI).

Al. 3 let. a a ater

Comme indiqué aux précédents art. 10, 11 et 12, il convient également d’adapter iciles
dénominations obsolétes des unités organisationnelles. Pour leurs taches respectives,
le SFS, la CPI et le MROS doivent également avoir acces en ligne au systéme visant
a l'identification de personnes dans le cadre de poursuites pénales et de la recherche
de personnes disparues.

Art. 15, titre, al. 1, 17 phrase, let. o, 4, let. g, h et kavater et 5
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Al. 1, 1 phrase

Dans la partie introductive, l'abréviation RIPOL est désormais utilisée pour désigner le
systéme de recherches automatisées de recherche de personnes et d'objets.

Al 1, let. o

Comme pour la comparaison automatisée avec les données d’AFIS (cf. art. 354, al. 6,
du code pénal [CP]39), il faut une base légale formelle pour la comparaison avec les
données du RIPOL dans le cadre de la recherche automatisée de véhicules et de la
surveillance du trafic (RVS). Le nouvel al. 1, let. o, permet de concrétiser cette exi-
gence. Ainsi, les polices cantonales et les autorités fédérales pourront procéder a une
comparaison automatique des plaques d'immatriculation de véhicules dans le RIPOL
aux fins prévues par la RVS. La base légale pour effectuer de telles recherches de
véhicules réside dans les actes spécifiques pertinents, tels que les lois cantonales sur
la police.

L’'OFDF notamment doit pouvoir effectuer une telle comparaison afin de remplir ses
taches conformément a l'art. 108 de la loi du 18 mars 2005 sur les douanes3'. Une
disposition similaire est également prévue a l'art. 111, al. 1, let. e, de la loi du 20 juin
2025 définissant les taches de TOFDF (LOFDF)32. Le délai référendaire concernant la
LOFDF a expiré le 9 octobre 2025 sans avoir été utilisé. Cependant, la LOFDF n’étant
pas encore en vigueur, il nest pas possible de s’y référer dans le cadre du présent
projet. Il faudra donc modifier au besoin l'art. 15, al. 1, let. 0, a un stade ultérieur de la
procédure législative.

A des fins de comparaison, fedpol gére un service web qui permet aux polices canto-
nales et aux autorités fédérales de télécharger toutes les plaques dimmatriculation
contenues dans le RIPOL qui font l'objet d’'un signalement. La police cantonale ou
lautorité fédérale compare ensuite cette liste localement et de maniére automatisée
avec les images enregistrées dans le systéme de RVS. Lorsque la comparaison auto-
matique aboutit a une concordance, celle-ci est vérifi€e manuellement par les collabo-
rateurs compétents de la police cantonale ou de l'autorité fédérale concernée. Cette
vérification est nécessaire car, en Suisse, les plaques d’immatriculation ne sont pas
uniques : la méme immatriculation peut étre utilisée pour une moto, une voiture ou un
camion. La comparaison manuelle permet de s’assurer que la concordance concerne
bel et bien le véhicule signalé.

Au vu de la jurisprudence du Tribunal fédéral, le PFPDT aurait souhaité une disposition
plus détaillée.

Al 4, let. get h
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Le sigle du Secrétariat d’Etat a 'économie doit étre mentionné a la let. g (SECO) et
celui de la loi du 22 juin 2001 sur les documents d'identité a la let. h (LDI).

Al 4, let. kquater

Le MROS doit pouvoir consulter le RIPOL dans le cadre de ses taches de lutte contre
le blanchiment d’argent, les infractions préalables au blanchiment d’argent, la crimina-
lité organisée et le financement du terrorisme. Lors de 'examen des communications
de soupcgons, il contrble tant 'expéditeur que le ou les destinataires du paiement con-
cerné. Pour déterminer s'il s’agit d’'une infraction préalable au blanchiment d’argent, il
est essentiel de savoir si 'expéditeur des fonds fait 'objet d’'un signalement dans le
RIPOL. En raison du nombre élevé de communications de soupgons pour lesquelles
cet examen doit étre effectué, le MROS doit disposer d’'un droit d’accés en ligne a ce
systeme.

Al 5

La reformulation de I'art. 9 rend superflue une disposition distincte portant sur la possi-
bilité de raccorder le RIPOL a d’autres systémes d’information. L’al. 5 en vigueur peut
donc étre abrogé.

Art. 15a

Le présent article correspond a l'art. 17 LSIP en vigueur. Il est déplacé pour des raisons
de systématique, de maniére que les systémes dinformation soient réglés avant la
plate-forme de recherche de police.

Lorsque les systémes d'information des polices cantonales seront raccordés a la plate-
forme de recherche de police, l'index national de police géré par fedpol et réglé aux
art. 17 LSIP ou 15a AP-LSIP ne sera plus nécessaire. Actuellement, il permet de savoir
si une personne est connue d'une autorité de police cantonale, de fedpol ou d’autorités
de police étrangéres. Le résultat de la requéte se limite aux éléments suivants : identité
de la personne, autorité compétente, date du signalement, motif du signalement et sys-
teme d’information d’'ou proviennent les données. Afin d’obtenir des informations com-
plémentaires, une demande d’assistance administrative est nécessaire.

La plate-forme de recherche de police permettra a toutes les autorités et a tous les
services habilités a utiliser I'index national de police de continuer a avoir accés a I'en-
semble des informations qui y sont actuellement disponibles. Lorsque la plate-forme
de recherche de police sera pleinement opérationnelle, l'art. 15a AP-LSIP deviendra
obsoléte et pourra étre abrogé. La date exacte de sa mise en service n’étant pas encore
fixée, l'abrogation de l'art. 15a AP-LSIP doit déja étre décidée par le Parlement. L'en-
trée en vigueur de I'abrogation de cette disposition sera toutefois reportée : le Conseil
fédéral y procédera en temps voulu.

Des renvois a l'art. 17 LSIP figurent dans plusieurs lois. Celles-ci prévoient également
la modification liée a I'art. 15a AP-LSIP et 'abrogation ultérieure de cette disposition au
moyen d’'un autre arrété fédéral. Ces modifications entreront en vigueur en méme
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temps que I'abrogation de I'art. 15a AP-LSIP (cf. explications relatives a la modification
d’autres actes législatifs au ch. 3.2).

Art. 15b

Le présent article correspond a l'art. 18 LSIP en vigueur. Il est déplacé pour des raisons
de systématique, de maniére que les systémes dinformation soient réglés avant la
plate-forme de recherche de police.

Titre précédant l'art. 16

En raison de l'abrogation du titre précédant l'art. 15, la numérotation est modifiée et
l'al. 3a devient I'al. 3.

Art. 16, al. 2, let. [P's

Dans le cadre des deux derniéres évaluations Schengen, 'UE a recommandé a la
Suisse de créer les bases légales afin que les polices cantonales puissent comparer
dans le N-SIS les plaques d’'immatriculation de véhicules collectées dans le cadre de
la recherche automatisée de véhicules et de la surveillance du trafic. Commea lart. 15,
al. 1, let. o, il S'agit uniquement de permettre la comparaison technique.

Titre précédant l'art. 17

Etant donné qu’a partir de l'art. 17¢ plusieurs dispositions ont pour objet la plate-forme
de recherche de police, il convient d’insérer le titre correspondant avant cet article et
de remplacer le titre actuel de l'art. 17.

Art. 17

Le présent article est déplacé conformément a I'art. 15a et abrogé en conséquence.

Art. 17¢c Plate-forme de recherche de police

Cet article régle I'exploitation de la plate-forme de recherche de police par fedpol pour
la Confédération et les cantons. Il s’agit de la mise en ceuvre de la motion Eichenber-
ger-Walther 18.3592 « Echange de données de police au niveau national », qui de-
mande la création d’'une base de données de police nationale et centralisée reliant les
bases de données de police cantonales existantes afin que les corps de police canto-
naux et les organes de police de la Confédération puissent consulter directement, dans
toute la Suisse, les données de police relatives aux personnes et a leurs antécédents.
La réalisation de cette plate-forme se fait par étapes, dans le cadre d’'une collaboration
entre la Confédération et les cantons.

Le projet a été mis en ceuvre par l'organisation « Technique et informatique policiéres
Suisse » (TIP), qui a été créée par la Confédération et les cantons spécialement pour
limplémentation de projets informatiques tels que la plate-forme de recherche de po-
lice. La responsabilité de I'exploitation de la plate-forme incombe afedpol, I'exploitation
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technique est quant a elle assurée par le Centre de services informatiques du Dépar-
tement fédéral de justice et police (CSI-DFJP). Avec la plate-forme de recherche de
police, les autoritées compétentes ne disposent pas de davantage de données qu’au-
paravant et leurs droits d’accés aux données ne sont pas modifiés. Elle permet toute-
fois aux autorités de ne plus avoir a effectuer plusieurs requétes, mais d’accéder en
une seule fois aux données contenues dans les systémes sources raccordés dont elles
ont besoin pour accomplir leurs taches. Le travail de la police en Suisse s’en trouve
ainsi considérablement simplifié et gagne en efficacité.

La mise en ceuvre de la plate-forme de recherche de police est prévue en trois phases.
Dans un premier temps, les systemes d'information de la Confédération et ceux déja
en place au sein de 'UE — comme le SIS — ont été reliés entre eux via la plate-forme
de recherche de police. Cette mesure a été prise en se fondant sur les bases légales
déja en vigueur pour les différents systemes d'information, qui énumerent les services
autorisés a y accéder (par ex. art. 16 LSIP, qui régit la partie nationale du SIS). Les
services habilités peuvent désormais consulter les données de police relatives aux per-
sonnes, aux véhicules et aux objets dans toute la Suisse, en fonction des taches qu'ils
assument. Etant donné que la plate-forme de recherche ne modifie pas les droits d’ac-
cés aux informations contenues dans les systéemes sources raccordeés, ces droits d’'ac-
ces continuent d’étre définis en fonction de la tadche et du role de l'utilisateur. De méme,
ils continueront d’étre attribués et gérés par les responsables des systéemes d’informa-
tion raccordés.

Dans un deuxiéme temps, les systéemes d’information de police de 'UE seront reliés
entre eux afin d’assurer leur interopérabilité. Cet aspect est réglé aux art. 16a a 16¢
LSIP et aux art. 110 a 110f de la loi fédérale du 16 décembre 2005 sur les étrangers et
lintégration (LEI®3 ; cf. explications relatives a l'art. 9 LSIP). Il s'agit par exemple du
portail de recherche européen, régi par les art. 16b LSIP et 110e LEI. Ce portail est le
pendant de la plate-forme de recherche de police au niveau européen et permet la
consultation simultanée des systemes d’information de 'UE.

Enfin, dans un troisieme temps, il s’agira de raccorder les systémes d’information de
police cantonaux a la plate-forme de recherche de police. Cette étape, qui nécessite la
création d'une nouvelle compétence fédérale et, partant, une révision constitutionnelle,
permettra de mettre intégralement en ceuvre la motion 18.3592. Les droits d'accés con-
tinueront d'étre attribuées et gérées par les responsables des systemes d'information
cantonaux connectés.

Dans la mesure ou le législateur inclut d’autres systémes de police dans le réseau de
systemes d’information de police au sens de l'art. 9, al. 2, P-LSIP, il peut également les
raccorder a la plate-forme de recherche de police en vertu de l'art. 17¢, al. 4, P-LSIP.
Outre l'acces direct a ces systémes en tant que systémes sources du réseau, il s'agit
pour lui de proposer également la recherche d’extraits standardisés provenant de sys-
temes raccordés a la plate-forme. Mais cela n’est pas une obligation : le Iégislateur

¥ RS 142.20
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peut aussi décider de ne pas raccorder a la plate-forme de recherche de police les
systemes de la Confédération intégrés au réseau de systémes d’'information. Il ne peut
pas raccorder a la plate-forme les nouveaux systémes intégrés au réseau lorsque ces
derniers ne servent pas le but qu'il a fixé pour la plate-forme a l'art. 17¢, al. 1, P-LSIP.
Dans ce cas, la double regle prévue aux art. 9, al. 2, et 17¢, al. 4, P-LSIP garantit que
les personnes de la Confédération et des cantons autorisées a se connecter au réseau
de systemes d’information de police puissent accéder directement, via leur identifiant,
a une banque de données source de la Confédération qui n'est pas reliée a la plate-
forme de recherche de police.

Al 1

Cette disposition crée la base légale permettant a fedpol d’exploiter la plate-forme de
recherche de police. Celle-ci relie entre eux les systemes d'information contenant des
données relatives a la slreté intérieure, a savoir des données sur des procédures re-
levant de la police de sécurité, de la police administrative, de la police judiciaire et de
la police criminelle. La plate-forme de recherche de police sert ala coopération policiere
nationale, autrement dit a 'échange d’informations de police entre les autorités char-
gées d'exécuter les tdches dans ce domaine. Le PFPDT recommande de préciser,
aprés la consultation, la finalité selon laquelle la plate-forme de recherche de police
sert a la coopération policiere entre les autorités compétentes de la Confédération et
des cantons.

En tant qu’'exploitant de la plate-forme, fedpol est tenu de veiller a ce que celle-ci soit,
d’'un point de vue technique, accessible en tout temps aux services habilités et a ce
que les informations puissent étre consultées. fedpol fournit cette prestation aux ser-
vices fédéraux et cantonaux habilités en se fondant sur une collaboration réglée con-
tractuellement entre fedpol et le CSI-DFJP, ce dernier étant chargé de l'exploitation
technique.

Al 2

L’al. 2 précise que la plate-forme de recherche de police permet aux utilisateurs dispo-
sant des droits d’acces nécessaires d’accéder directement aux informations issues des
systémes sources raccordés. La plate-forme ne permet donc pas d’accéder directe-
ment aux systémes sources, mais fournit. Les données pouvant étre consultées sont
définies a l'art. 17e, al. 1. La plate-forme fournit ainsi toujours des données actuelles
provenant des systémes sources. Ce type de mise en ceuvre répond au principe de
minimisation des données et permet a fedpol d’exploiter la plate-forme de recherche
de police sans que des données soient en outre enregistrées de fagon centralisée.

Al 3

Le raccordement d’'un systéme source a la plate-forme de recherche de police n’a au-
cune incidence juridique sur celui-ci : le traitement de données dans les systémes d'in-
formation raccordés continue d’étre régi par les dispositions |égales applicables des
cantons ou de la Confédération ; chaque police cantonale ou communale ou service
fédéral reste responsable de son systéme d’information et des données qu'il contient
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et traite les données conformément aux dispositions applicables au systéme d'informa-
tion concerné.

Si, aprés avoir consulté la plate-forme de recherche de police, une police cantonale ou
communale reprend une information provenant d'un systéme d’information de la Con-
fédération (par ex. RIPOL) dans son propre systeme d'information, elle traite cette in-
formation pour ses taches ou buts propres. Le traitement des données n’est alors plus
régi par les dispositions applicables au RIPOL, mais par celles qui sont pertinentes
pour la tache cantonale en question.

Il en vade méme lorsqu’'un service fédéral reprend des informations d’'un systéme d’in-
formation cantonal. Si, par exemple, fedpol reprend une information d’'un systéme d'in-
formation cantonal via la plate-forme de recherche de police et la transfere dans le
SNE, il traite cette information dans le cadre de ses taches légales propres — a savoir
une enquéte criminelle ou judiciaire — et se fonde dés lors sur les dispositions perti-
nentes de la loi fédérale du 7 octobre 1994 sur les Offices centraux de police criminelle
de la Confédération etles centres communs de coopération policiere et douaniere avec
d’'autres Etats (LOC ; RS 360), de la LSIP ou du code de procédure pénale (CPP :
RS 312.0).

Le raccordement d'un systeme d'information a la plate-forme de recherche de police
n’a aucune incidence en particulier sur la responsabilité en matiére de protection des
données et de sécurité de l'information d’'un systéme source. De méme, les compé-
tences en matiére de surveillance de la protection des données relatives aux systéemes
sources restent inchangées. Les autorités cantonales et communales chargées de la
surveillance de la protection des données demeurent responsables des systemes d'in-
formation cantonaux et communaux, tandis que le PFPDT exerce la surveillance des
systemes d'information de la Confédération et du traitement de données par les auto-
rités fédérales en se fondant sur la LPD.

Al 4

La loi dispose quels systemes d’information peuvent étre raccordés a la plate-forme de
recherche de police, a savoir seuls ceux destinés a la slreté intérieure conformément
a lart. 17¢c, al. 1, AP-LSIP. La liste de ces systemes doit étre établie au niveau de
Fordonnance. D’une part, la désignation des systemes d’information ne reléve pas des
dispositions importantes qui fixent des régles de droit conformément a l'art. 164 Cst.
D’autre part, il doit étre possible, par exemple dans le cadre d'un développement de
Schengen/Dublin, de raccorder des systémes sources supplémentaires destinés a la
sUreté intérieure. Il ne serait pas approprié de modifier a chaque fois la loi fédérale a
cette fin.

S’agissant des systemes de la Confédération intégrés au réseau de systemes d’infor-
mation, mais que le législateur n’a pas raccordés a la plate-forme de recherche de
police, les services fédéraux et cantonaux habilités conservent, conformément a la
double réglementation prévue aux art. 9, al. 2, et 17¢, al. 4 AP-LSIP, un acceés direct et
complet (single login) via la connexion unique au réseau d’information de police.
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Structuré en plusieurs étapes, le projet relatif a la plate-forme de recherche de police
prévoit de raccorder successivement a celle-ci différents systémes.

Lors de la premiere étape les systémes sources nationaux ci-apres ont été ou sont
raccordés : le RIPOL (systéme de recherches informatisées de police de la Confédé-
ration pour les personnes, les véhicules, les objets et les infractions non élucidées),
HOOGAN (systéme permettant la saisie de données relatives aux personnes qui ont
commis des actes de violence lors d’'une manifestation sportive et contre lesquelles
une mesure a été décidée, par ex. une interdiction de périmétre), ISA (systéme d’infor-
mation relatif aux documents d’identité ; il permet d’établir et de gérer les passeports
et les cartes d’identité suisses), ISR (systtme d'information sur les documents de
voyage), SIAC-Personnes (sous-systéme permettant de gérer les permis de conduire,
les permis d’éléve conducteur et les cartes de qualification de conducteur), SIAC-Vé-
hicules (sous-systéme pour 'admission de véhicules a la circulation routiére et I'enre-
gistrement de données techniques relatives aux véhicules), I'index national de police,
ARMADA (plate-forme d’information sur les armes ; il s'agit d’'un systéme centralisé de
gestion des armes, des permis d’acquisition d’armes et des autorisation relatives aux
armes), CLRA (consultation en ligne des registres d’'armes ; il s'agit d’'une plate-forme
qui relie des registres cantonaux d’armes a feu et permet leur consultation simultanée
en ligne), le SYMIC (systeme d'information central sur 'immigration ; il s'agit d’un re-
gistre centralisé dans les domaines de l'asile et des étrangers), ainsi que les systémes
sources internationaux, a savoir le SIS, INTERPOL et le C-VIS.

La deuxiéme étape prévoit le raccordement du systéme source national SIAC RCT (ta-
chygraphes numériques) et des systémes sources internationaux ETIAS (systéme eu-
ropéen d’information et d’autorisation concernant les voyages), EES (systéeme d’en-
trée/de sortie), CIR (Common Identity Repository ou répertoire commun de données
d’identiteé), EURODAC (base de données centrale de 'Union européenne ou sont col-
lectées les empreintes digitales des personnes relevant de la législation sur I'asile) et
Prim@astra.

Enfin, lors de la troisieme étape, les systemes sources nationaux KasewareCH (SNE),
IPAS, RAPPORTA et NewVOSTRA, ainsi que les systémes de police cantonaux de
traitement des antécédents et le registre des armes seront raccordés.

Les droits d’accés sont régis par les bases légales de chacun des systémes sources
raccordés. Dans la plate-forme de recherche de police, le service requérant indiquera
au préalable le but de la consultation des données visé a l'art. 17d AP-LSIP afin qu’il
ne puisse consulter que les données nécessaires a 'accomplissement des taches con-
crétes qui lui incombent conformément aux autorisations existantes prévues pour les
systémes sources raccordés.

Etant donné qu'a l'avenir d’autres systémes sources doivent pouvoir étre raccordés,
par exemple dans le cadre d'un développement de I'accord de Schengen/Dublin, et
que le but du traitement des données et les droits d’accés doivent étre réglés dans une
loi au sens formel, la délégation au Conseil fédéral prévue dans le présent alinéa est
judicieuse.

36/48



Pour que la plate-forme de recherche de police fonctionne, il faut s'assurer que les
informations provenant des systémes sources des cantons et de la Confédération puis-
sent étre consultées. L'adoption de directives techniques d’exécution peut s’avérer né-
cessaire pour garantir un fonctionnement efficace. Il convient ici de tenir compte des
directives relatives aux formats de données, aux métadonnées et aux points d'acces,
qui sont des spécifications purement techniques. Ces dernieres devant pouvoir étre
adaptées rapidement le cas échéant, il est judicieux de déléguer la compétence régle-
mentaire au département (DFJP).

Al 5

Afin que la plate-forme de recherche de police puisse pleinement remplir sa fonction,
les cantons doivent étre tenus de raccorder leurs systémes d’information de police a
celle-ci. Le raccordement a la plate-forme n’est donc, pour eux, pas facultatif car seul
le raccordement des systémes d’information de police cantonaux permet de mettre en
ceuvre intégralement la motion Eichenberger 18.3592 « Echange de données de police
au niveau national ». L’entrée en vigueur de cette disposition dépend de la création
d’une nouvelle compétence fédérale.

Contraindre les cantons a raccorder leurs systemes d'information destinés a la sGreté
intérieure a la plate-forme de recherches de police vise a garantir que celle-ci puisse
remplir sa fonction de coordination policiére nationale.

Art. 17d Utilisation de la plate-forme de recherche de police

Cet article énumeére, aux let. a a t, les taches pour lesquelles la plate-forme de re-
cherche de police peut étre utilisée et les autorités qui sont habilitées ala consulter. Il
regle exclusivement les droits d’'accés des autorités fédérales et cantonales compé-
tentes aux systémes d’'information des cantons. En effet, ces droits d'accés aux diffé-
rents systemes fédéraux reliés découlent directement du droit fédéral et des disposi-
tions spécifiques a chaque systeme. Il convient de noter que certaines taches mention-
nées a l'art. 17d peuvent étre exécutées par plusieurs autorités. Ainsi, les contrbles aux
frontieres extérieures de Schengen (art. 17d, let. a), qui ne sont réalisés que dans les
aéroports internationaux, peuvent relever de la compétence tant de 'OFDF que de la
police cantonale. De méme, les contrdles de personnes sur le territoire suisse peuvent
étre effectués par différentes autorités, comme 'OFDF, les polices cantonales ou com-
munales, la Police judiciaire fédérale ou le SFS, si cela est nécessaire a 'accomplis-
sement des taches qui leur incombent en vertu de la loi. Il est essentiel que les infor-
mations ne soient consultées via la plate-forme de recherche de police qu'aux fins de
lexécution des taches prévues par la loi. Il est a noter que ces taches légales ne doi-
vent pas impérativement étre des taches de police. En effet, des accés peuvent égale-
ment étre accordés a des autorités chargées de la poursuite pénale ou du maintien de
la sGreté intérieure (art. 3, al. 1, LSIP). Ainsi, a titre d’exemple, c’est une tache de main-
tien de la sQreté intérieure que le SEM accomplit conformément a 'art. 98d LEI (accés
prévu a la let. p).

Le PFPDT estime que la nécessité d'accorder a certaines autorités fédérales un droit
d'acces aux systemes de police cantonaux n'est pas encore suffisamment justifiée.
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fedpol examinera les conditions qualitatives et quantitatives requises pour les acces
prévus dans le cadre de I'analyse d’impact relative a la protection des données per-
sonnelles et les exposera dans le message.

Art. 17e Données pouvant étre consultées

Al 1

Afin de remplir son but efficacement, la plate-forme de recherche de police doit per-
mettre aux autorités fédérales et cantonales compétentes d’accéder a toutes les don-
nées contenues dans les systémes reliés dont elles ont besoin dans I'exécution de
leurs taches.

Le systéme ne prévoit aucune limite quant a I'acces en ligne aux informations hormis
celle de I'al. 3 concernant les infractions. Ainsi, chaque autorité peut obtenir l'intégralité
des données contenues dans les systémes auxquels elle a accés en vertu du droit
fédéral et dont elle a besoin dans 'accomplissement de ses taches. Afin de déterminer
quelles données une autorité peut consulter dans I'exécution de ses taches, il faut se
référer aux dispositions régissant chaque systéme.

Il a par ailleurs été renoncé a énumeérer les données pouvant étre consultées via les
divers systémes. La compétence de raccorder de nouveaux systémes a été déléguée
au Conseil fédéral (art. 17c, al. 4 et il se peut que ce dernier raccorde a l'avenir a la
plate-forme de recherche de police des systémes qui n’existent pas encore et qui con-
tiendront de nouvelles données. Il aurait alors fallu modifier a chaque fois la loi afin de
s’assurer que la liste de données pouvant étre consultées continue d’étre exhaustive.

Al 2

La plate-forme de recherche de police permet de consulter des données relatives a des
personnes ou a des objets, qui sont enregistrées dans des systémes fédéraux ou can-
tonaux. Il sera possible de procéder a des recherches en saisissant notamment des
données personnelles, des données biométriques et des modes opératoires.

Al 3

Conformément a I'al. 2, les informations relatives aux contraventions peuvent étre affi-
chées, mais I'affichage doit étre fortement restreint afin de respecter le principe de pro-
portionnalité. Concréetement, dans le cas de contraventions, la plate-forme indique leur
inscription et le systeme d'information dans lequel elles figurent. Font cependant ex-
ception les infractions de voies de fait répétées au sens de lart. 126, al. 2, CP, pour
lesquelles lintégralité des informations peut étre divulguée. Il s’agit ainsi d’accroitre la
protection efficace des victimes actuelles et futures de violences domestiques. La
plate-forme de recherche de police devrait ainsi permettre d’'apporter une contribution
précieuse a la prévention et a la poursuite des violences domestiques. Les informations
plus détaillées sur les contraventions enregistrées devront étre recueillies par la voie
de l'assistance administrative. Pour ce faire, le service requérant devra adresser une
demande motivée au responsable du systéme d'information concerné, qui décidera s'il
peut, dans le cas d’espece, transmettre les informations détaillées demandées.
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Art. 18

Cet article est transféré intégralement dans lart. 15b. |l est donc abrogé.

4.3 Commentaires des modifications d’autres actes

Adaptation du titre de loi

Dans les lois listées ci-aprés, qui font référence a la LSIP, il convient désormais de
mentionner le nouveau titre « Loi fédérale sur les systémes d’information de police » :

- loi fédérale du 25 septembre 2015 sur le renseignement (LRens ; RS 127) ;
- loi du 18 décembre 2020 sur la sécurité de l'information (LSI ; RS 728) ;

- loi fédérale du 20 juin 2003 sur le systéme d’'information commun aux do-
maines des étrangers et de l'asile (LDEA ; RS 142.57) ;

- loi fédérale du 16 décembre 2005 sur les étrangers et lintégration (LEI ;
RS 142.20) ;

- code pénal du 21 décembre 1937 (CP ; RS 311.0) ;

- code de procédure pénale du 5 octobre 2007 (CPP ; RS 3712.0) ;
- loi du 17 juin 2016 sur le casier judiciaire (LCJ ; RS 330) ;

- loi du 3 février 1995 sur 'armée (LAAM ; RS 510.10) ;

- loi fédérale du 3 octobre 2008 sur les systémes d'information de 'armée et du
DDPS (LSIA ; RS 510.97) ;

- loi fédérale du 18 juin 2010 surles organes de sécurité des entreprises de trans-
ports publics (LOST ; RS 745.2) ;

- loi fédérale du 25 septembre 2020 sur les précurseurs de substances explo-
sibles (LPSE ; RS 941.42) ;

- loi du 10 octobre 1997 sur le blanchiment d’argent (LBA ; RS 955.0).

Accés a la plate-forme de recherche de police aussi pour les autorités

Pour accomplir leurs taches dans le domaine des contréles de sécurité relatifs aux
personnes, des évaluations du potentiel d’abus et de dangerosité lié a I'arme person-
nelle, des contréles de fiabilité et des contrbéles de loyauté, les autorités compétentes
doivent également étre autorisées a utiliser la plate-forme de recherche de police. Il
convient donc d’ajouter une let. bPs a l'art. 45, al. 6, LSI.

Rattachée au Département fédéral de la défense, de la protection de la population et
des sports (DDPS), l'autorité de contréle de la Confédération doit aussi pouvoir utiliser
la plate-forme de recherche de police afin de déterminer si une arme personnelle peut
étre remise a une personne pour 'accomplissement du service militaire et d’évaluer le
potentiel d’abus ou de dangerosité. L'art. 113, al. 5, let. ¢, LAAM doit étre adapté en ce
sens.
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L’art. 167d de la loi fédérale du 3 octobre 2008 sur les systémes d’'information de l'ar-
mée et du DDPS précise les services et les personnes auprés desquels et les systemes
d’information a partir desquels la Police militaire peut collecter les données destinées
a étre versées au Systéme de journal et de rapport de la Police militaire (JORASYS).
Outre l'index national de police (mentionné au ch. 1), la plate-forme de recherche de
police doit désormais également permettre 'acces aux informations. La disposition est
complétée dans ce sens par un ch. 10is,

A l'art. 35a LBA sont énumérés les systémes d'information que le MROS est autorisé
a consulter en ligne pour accomplir ses taches. Ici aussi, la plate-forme de recherche
de police doit étre ajoutée a cette disposition, a I'al. 1, let. ab’s.

Suppression des dispositions légales qui renvoient a l'art. 15a AP-LSIP

Comme indiqué dans le commentaire de l'art. 15a AP-LSIP, il convient, dans un pre-
mier temps, d’adapter les dispositions légales qui renvoient a l'article mentionné, puis
dans un second temps, de les abroger. Les lois concernées sont les suivantes :

- loi du 18 décembre 2020 sur la sécurité de l'information (art. 45, al. 6, let. b) ;

- loi fédérale du 16 décembre 2005 sur les étrangers et l'intégration (art. 108i,
al. 2, let. g);

- loi fédérale du 3 octobre 2008 sur les systémes d'information de 'armée et du
DDPS (art. 1674, let. e, ch. 1) ;

- loi fédérale du 25 septembre 2020 sur les précurseurs de substances explo-
sibles (art. 18, al. 1, let. f) ;

- loi du 10 octobre 1997 sur le blanchiment d’argent (art. 35a, al. 1, let. a)

- loi du 18 décembre 2020 sur la sécurité de l'information (art. 45, al. 6, let. b).

Autres adaptations

Loi fédérale du 21 mars 1997 instituant des mesures visant au maintien de la sireté
intérieure

Le systeme d’information et de documentation du SFS, qui permet d'ordonner des me-
sures de protection de personnes et de batiments, doit faire partie du réseau de sys-
temes d’information visé a l'art. 9 LSIP. Le présent projet doit en tenir compte.

Art. 24a, al. 2b's, 4 et 7

Des tableaux de la situation sont souvent établis en amont de manifestations sportives.
lls servent notamment a 'analyse des risques et se concentrent sur les activités liées
aux déplacements et au comportement des groupes de personnes qui assistent a des
manifestations sportives. Quand bien méme ils ciblent des groupes de personnes et
non des individus, des données personnelles y sont régulierement traitées, y compris
des données sensibles, nécessaires al'accomplissement des taches. Comme la police
des transports fournit des informations essentielles concernant les déplacements et
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qu'elle dépend également des informations fournies par d'autres services, il est impor-
tant quelle dispose d’'un accés en ligne au systéme d’information HOOGAN afin de
prévenir les violences lors de manifestations sportives.

Loi fédérale du 16 décembre 2005 sur les étrangers et l'intégration

Remplacement de I'expression « SIS » par « N-SIS »

Dans la LEI, 'expression « SIS » (et non « N-SIS ») est utilisée de fagon systématique
partout. Cela doit étre corrigé, car les signalements émis par la Suisse (cf. explications
ci-dessus relatives a I'art. 23n, al. 4 et 5, LMSI) sont enregistrés dans la copie nationale
du SIS. Il convient toutefois de noter que les art. 68c et 68d se référent au systéme
d’information Schengen a proprement parler et non a la copie nationale dont la Suisse
dispose. C’est pourquoi I'expression « SIS » ne doit pas étre remplacée par « N-SIS »
dans ces deux dispositions.

Loi fédérale du 20 juin 2003 sur le systéme d’information commun aux domaines des
étrangers et de l'asile

Art. 9, al. 1, let. c, ch. 2bis

Le SFS est chargé de prendre les mesures qui visent a protéger les autorités fédérales,
les personnes jouissant d'une protection spéciale en vertu du droit international public
ainsi que les missions diplomatiques permanentes, les postes consulaires et les orga-
nisations internationales. A cette fin, il serait utile que le SFS puisse aussi utiliser le
systeme d’information central sur la migration (SYMIC) pour identifier d’éventuels per-
turbateurs. Un acces en ligne a ce systeme doit donc lui étre octroyé. Dans le SYMIC
sont enregistrés tous les ressortissants étrangers vivant ou séjournant en Suisse. Si,
lors d’'un contrdle, une personne n'est pas en mesure de prouver son identité mais
gu’elle peut fournir un nom, ce nom peut étre utilisé pour identifier la personne ou veéri-
fier les informations a son sujet.

Art. 9, al. 1, let. ¢, ch. 2ter

Les gardes de slreté dans l'aviation (SIBEL) formés par fedpol accomplissent des
taches de sécurité dans le trafic aérien commercial international (art. 21a de la loi fé-
dérale du 21 décembre 1948 sur l'aviation [LA ; RS 748.0]). lls peuvent étre affectés a
bord des aéronefs suisses afin de prévenir des actes illicites de nature a compromettre
la sQreté. A cette fin également, ils doivent pouvoir consulter le SYMIC pour identifier
des éventuels perturbateurs. Dans le SYMIC sont enregistrés tous les ressortissants
étrangers vivant ou séjournant en Suisse. Si, lors d’'un contréle, une personne n’est pas
en mesure de prouver son identité mais qu’elle peut fournir un nom, ce nom peut étre
utilisé pour identifier la personne ou vérifier les informations a son sujet.

Code pénal
Art. 354, al. 2, let. i, et 3
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L’art. 354 CP constitue la base légale du systéme automatique d’identification des em-
preintes digitales (AFIS), dans lequel sont enregistrées des données signalétiques bio-
meétriques, en particulier les empreintes digitales. Les empreintes digitales sont rele-
vées dans le cadre de poursuites pénales et d’autres taches légales incombant aux
autorités fédérales, cantonales ou étrangéres. AFIS sert a l'identification de personnes
inconnues recherchées. Désormais, la police des transports doit aussi avoir la possibi-
litt de comparer des empreintes digitales dans AFIS. Conformément a la loi fédérale
du 18 juin 2010 sur les organes de sécurité des entreprises de transports publics
(LOST ; RS 745.2), celle-ci veille a la sécurité dans les trains et les gares. Chaque jour,
plus de 1,3 million de personnes voyagent en train. Et chaque année, la police des
transports effectue plus de 38 000 contrdles de personnes en vue de I'établissement
de lidentité (cf. art. 3 et 4 LOST), et la tendance est a la hausse. Ces vérifications
d’identité sont effectuées pour diverses raisons, que ce soit pour vérifier si un suspect
est recherché ou pour dissiper les doutes quant a l'identité d’'un voyageur ou si celui-Ci
ne peut ou ne veut décliner son identité. Si la personne faisant I'objet d’'un contréle n’a
pas de document d’identité sur elle, la police des transports n’est alors pas en mesure
d’établir son identité de fagcon univoque. Dans ce cas, elle doit faire appel a la police
cantonale ou communale, car seule celle-ci peut, grace a AFIS, établir l'identité de la
personne concernée. Dans un contexte marqué par la forte hausse des infractions pé-
nales dans le domaine ferroviaire, la police des transports intervient chaque jour plus
de dix fois. Le recours aux forces de police présentes sur place induit une grande
charge de travail et de longs temps d’attente, souvent de plus d'une heure. Par ailleurs,
les membres de la police des transports sont formés, tout comme les autres policiers,
dans les écoles de police suisses et sont titulaires du brevet fédéral de policier/poli-
ciére. La possibilité de comparaison dans AFIS permet de renforcer la sécurité de la
population et du personnel de la police des transports, et d'améliorer l'efficacité du
travail de police en évitant les doublons et les temps d’attente inutiles, ce qui contribue
a décharger les polices cantonales et communales. La LOST sera adaptée en consé-
quence.

Code de procédure pénale
Art. 211a

Cette nouvelle disposition n’a aucun lien avec les modifications de la LSIP, mais résulte
d’un arrét du Tribunal fédéral (ATF 151 | 137), qui a notamment abrogé une disposition
de la loi cantonale lucernoise du 27 janvier 1998 sur la police nouvellement introduite
le 24 octobre 2022, laquelle devait régler la recherche automatisée de veéhicules et la
surveillance du trafic (RVS) aux fins de la recherche de personnes et d'objets ainsi que
de la poursuite pénale des crimes et délits. Le Tribunal fédéral a estimé que l'utilisation
prévue de la RVS, qui constituait le but premier de la réglementation lucernoise, relevait
principalement de la poursuite pénale. Or, la compétence en la matiére ne ressortit pas
aux cantons, mais a la Confédération. La réglementation en question a donc da étre
abrogée, car elle avait été adoptée en violation des compétences.
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En revanche, le Conseil fédéral a indiqué, dans son message du 21 décembre 2005
relatif a I'unification du droit de la procédure pénale34 que le CPP se contentait d’énon-
cer les conditions auxquelles des recherches pouvaient étre ordonnées, mais ne faisait
pas mention des instruments de recherche, ajoutant que ceux-ci étaient spécifies dans
la 1égislation sur la police ainsi que dans le droit administratif35. Dans la littérature, ce
point de vue n’a pas été contesté, mais parfois expressément partagé3S.

Bien que l'arrét du Tribunal fédéral porte exclusivement sur la RVS, on peut toutefois
faire valoir, en s’appuyant sur d’autres instruments de recherche, que ceux-ci sont uti-
lisés, dans le cadre de l'art. 210 CPP, dans un contexte de procédure pénale, raison
pour laquelle ils devraient se fonder sur le CPP. Par conséquent, tous les moyens et
instruments de recherche devraient étre régis par le CPP.

Mais cela ne semble pas judicieux, pour plusieurs raisons :les moyens et instruments
pouvant étre utilisés a des fins de recherche dans le cadre d’une procédure pénale
sont souvent susceptibles d’étre employés aussi a des fins de police préventive. A cela
s'ajoute que les taches préventives et les tadches procédurales assumées par la police
peuvent se chevaucher ou étre concomitantes3?. En effet, il arrive souvent que le droit
cantonal regle les deux aspects au sein du méme acte législatif, voire du méme article.
Compte tenu du lien étroit qui existe entre ces deux types de taches, il serait extréme-
ment difficile et fastidieux de scinder les réglementations cantonales et de transférer
leur partie procédurale dans le CPP, tout en maintenant la partie préventive dans le
droit cantonal. De plus, la teneur des normes de procédure pénale devrait coincider
parfaitement avec celle des normes de police préventive afin d’éviter toute lacune ou
disparité entre ces deux types de réglementation. Auvu du nombre de réglementations
cantonales qui existent, cela ne serait guére réalisable.

C’est pourquoi le CPP doit étre complété par une disposition qui oblige les cantons a
créer les bases légales nécessaires pour les moyens et instruments de recherche au
sens de l'art. 210 CPP. Cela vadans le sens de l'idée premiére du CPP, selon laquelle
celui-ci ne fait que définir les conditions de la recherche, les instruments et les moyens
utilisés a cette fin étant quant a eux régis par le droit cantonal.

Attribuer un tel mandat Iégislatif aux cantons est certes plutét inhabituel, mais reste
admissible. Les cantons devront bien sir tenir compte, dans leur législation, des exi-
gences du droit supérieur, notamment en ce qui concerne la densité et le niveau nor-
matifs, la proportionnalité des atteintes aux droits fondamentaux, les mécanismes de

% FF 2006 1057

% Message du 21 décembre 2005 relatif & I'unification du droit de la procédure pénale, FF 2006 1057, 1203. Cette idée est exprimée encore plus
clairement dans le rapport explicatif relatif a I'avant-projet d’'un code de procédure pénalesuisse, Berne, juin 2001, p. 152 : « [...], et notamment
les modalités et I'exécution des différentes mesures de recherche, sont I'affaire des reglements de police et du droit administratif. »
Ulrich Weder, commentaire de I'art. 210 CPP, in : Andreas Donatsch/Viktor Lieber/Sarah Summers/Wolfgang Wohlers [éd.], Kommentar zur
Schweizerischen Strafprozessordnung StPO, 3°éd., Zurich 2020, art. 210 note 22

8 ATF 1C_63/2023 du 17 octobre 2024, consid. 3.5.2

36
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controle et la conservation des données. Cette délégation réglementaire permettra
également aux cantons d’édicter les réglementations nécessaires en matiére d'utilisa-
tion de la RVS comme moyen de recherche relevant de la procédure pénale, ces der-
niers devant notamment tenir compte du fait que, selon la jurisprudence du Tribunal
fédéral, la RVS constitue une atteinte grave au droit a 'autodétermination information-
nelle (ATF 141 111 consid. 3.2 et ATF 151 | 142 consid. 3.1.1).

En outre, il convient de noter que l'art. 211a AP-CPP proposé ne doit pas étre interprété
comme signifiant que le droit cantonal peut autoriser de fagon générale l'utilisation des
données issues de la RVS a des fins de poursuite pénale. En effet, les dispositions
relatives aux recherches (art. 210 a 211a AP-CPP) autorisent uniquement la recherche
de personnes, d’objets et de valeurs patrimoniales (art. 210, al. 1 et 4, CPP). Dans ce
cadre, les données issues de la RVS pourraient étre comparées avec des signalements
de personnes ou de véhicules. En revanche, l'art. 211a AP-CPP n’autoriserait pas, par
exemple, I'exploitation de données issues de la RVS pour identifier des personnes ou
des véhicules suspects aprés une infraction ou pour établir le profil de déplacement
d’'un suspect pendant une instruction pénale. De telles mesures nécessiteraient tou-
jours une base juridique fédérale correspondante.

Loi fédérale du 18 juin 2010 sur les organes de sécurité des entreprises de transports
publics (LOST)

Afin que les organes de sécurité puissent aussi consulter les données AFIS et déchar-
ger ainsi les corps de police, une base légale formelle doit étre créée, ce qui est chose
faite ici. La consultation dans AFIS n’est autorisée que si une personne ne peut prouver
son identité ou s'il existe des doutes fondés quant a son identité. Le déroulement du
prélevement et, en particulier, la forme que doit revétir le mandat se fondent sur
lart. 260 CPP.

Loi du 10 octobre 1997 sur le blanchiment d’argent

Le MROS fait office de service national central chargé des communications de soup-
cons en lien avec le blanchiment d’argent, les infractions préalables au blanchiment
d’argent, la criminalité organisée ou le financement du terrorisme. Il assume les taches
d’une cellule de renseignement financier (CRF) au sens des normes internationales du
Groupe d’action financiére (GAFI). Le MROS recoit les communications de soupgons
de la part des intermédiaires financiers et des personnes qui sont aussi soumises a
l'obligation de communiquer en vertu de la LBA et du CP. Il compléte ces communica-
tions par des informations supplémentaires, méne ses propres analyses et décide au
cas par cas si les informations collectées doivent étre transmises a une autorité de
poursuite pénale (Ministére public de la Confédération ou ministéres publics canto-
naux) sous forme de dénonciation.

Pour accomplir ses taches, le MROS vérifie si la personne physique ou morale qui lui
a été signalée ou dénoncée est enregistrée dans un systéme d’information auquel il a
acceés. L’'art. 35a LBA constitue la base légale formelle de 'acceés a ces systémes d'in-
formation.

Art. 35a, al. 1
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Dans la version allemande, le terme « Datenbank » est remplacé par « Informations-
system », qui est techniquement plus précis et permet d’harmoniser la terminologie
dans le texte de loi. |l convient de souligner que cette modification linguistique n’a pas
d’incidence sur la version frangaise. Les droits d’accés du MROS sont par ailleurs régis
par les dispositions pertinentes en la matiére.

Dés lors que les systemes d’information de police des cantons seront raccordés a la
plate-forme de recherche de police et que la consultation de données entre les cantons
et avec la Confédération se fera au moyen de la plate-forme, l'index national de police
visé a l'art. 17 LSIP ne sera plus utilisé et pourra donc étre mis hors service. Dés lors,
lal. 1, let. a, qui régle 'accés a l'index national de police, pourra étre abrogé.

5 Conséquences

Le nouvel art. 57, al. 3, Cst. crée les conditions d’'une coopération policiére plus efficace
et renforce ainsi la sécurité, qui est 'un des principaux buts de la Confédération suisse
(art. 2, al. 1, Cst.). Cette disposition constitutionnelle n’est toutefois pas applicable
directement, mais elle habilite 'Assemblée fédérale a adopter la législation de mise en
ceuvre, qui passe par une révision partielle de la LSIP.

5.1 Conséquences pour la Confédération

La plate-forme de recherche de police et le guichet unique qui doit étre créé a fedpol
devraient engendrer une augmentation de la charge de travail qui ne pourra pas étre
couverte par les ressources existantes.

Rien qu’aujourd’hui, fedpol répond chaque année a un total de 5000 a 7000 de-
mandes de renseignement concernant uniquement les systémes qu’il exploite lui-
meéme, ce qui mobilise environ deux postes a temps plein. Les procédures de recours
liees aux demandes de renseignement générent encore du travail supplémentaire. La
gestion de ce nouveau guichet unique central provoquerait une hausse massive des
demandes de renseignement auprés de fedpol. Bien qu’il serait toujours possible de
déposer des demandes de renseignement auprés des cantons et des communes, il
faut s'attendre a ce que les requérants préferent s’adresser au nouveau bureau de
renseignements créé a fedpol. lls peuvent ainsi ne faire qu'une seule demande qui
portera sur tous les systémes d’information de police afin de savoir s’ils sont enregis-
trés dans I'un d’entre eux, et n‘ont pas besoin de s’adresser séparément a chaque
autorité fédérale, cantonale ou communale. Cette possibilité accroitra probablement
lattractivité du bureau centralisé, ce qui risque d’augmenter encore le nombre de de-
mandes. Enfin, le tri et 'examen des demandes, leur transmission aux services com-
pétents, la réception et le traitement des retours et 'envoi de la réponse aux requé-
rants exige beaucoup de ressources.

Selon une estimation prudente, cette solution exigerait dix postes supplémentaires a
fedpol, soit des charges de personnel d’environ 1,5 million de francs. Les avis émis
lors de la consultation permettent de se faire une meilleure idée du nombre de de-
mandes qui seront regues afin de pouvoir chiffrer avec plus de précision les res-
sources nécessaires. Les cantons ne feraient pas d’économies, car ils doivent mettre
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les données requises a la disposition de fedpol et aussi répondre directement a des
demandes de renseignement. Pour pouvoir mettre en ceuvre cette revendication, il
faudrait donc mettre en place une structure partielle paralléle ala Confédération et
dans les cantons.

5.2 Conséquences pour les cantons, les communes, les centres urbains, les
agglomérations et les régions de montagne

Sur le plan financier, les cantons sont concernés par la mise en ceuvre technique de
la plate-forme de recherche de police, car leur raccordement engendrera des frais.
Actuellement, le colt est estimé a 100 000 francs par canton. En outre, il faut compter
sur une augmentation des demandes de renseignement dans les cantons en lien
avec la plate-forme de recherche de police et les informations qu’elle contient. Enfin,
lorsque fedpol recoit une demande, celle-ci parviendra a tout service habilité a con-
sulter la plate-forme, ce qui peut provoquer une multiplication des demandes pour les
petits cantons qui aujourd’hui n’en regoivent que peu.

Le présent projet n’a pas de conséquences particuliéres pour les communes, les
centres urbains, les agglomérations et les régions de montagne.

5.3 Conséquences pour I’économie publique

Le présent projet n'aura pas de conséquences directes pour les entreprises et 'écono-
mie générale. La sécurité publique intérieure et extérieure de la Suisse sera renforcée
indirectement, ce qui instaurera un environnement stable et de bonnes conditions
cadres pour la place économique suisse.

6 Aspects juridiques

6.1 Constitutionnalité

Comme présenté dans le préambule, la LSIP doit aussi s’appuyer sur l'art. 57, al. 3,
Cst. Le projet relatif a cette modification doit étre mis en consultation en méme temps
que le présent projet. En mettant en place la plate-forme de recherche de police, la
Confédération remplit une tache que les cantons ne sont pas en mesure d’accomplir
seuls. En conséquence, la LSIP se fonde sur l'art. 57, al. 2, Cst. habilitant la Confédé-
ration a coordonner ses efforts avec les cantons en matiére de sdreté intérieure et sur
Fart. 173, al. 2, Cst. habilitant 'Assemblée fédérale a traiter des objets qui relevent de
la compétence de la Confédération et qui ne ressortissent pas a une autre autorité
fédérale.

6.2 Compatibilité avec les obligations internationales de la Suisse

Le présent projet est compatible avec les obligations internationales de la Suisse, no-
tamment avec les droits de ’lhomme garantis par la Convention européenne des droits
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de 'homme (CEDH ; art. 8) et le Pacte Il de TONU (art. 17). Ces garanties sont large-
ment cohérentes avec les droits fondamentaux ancrés dans la Cst. L'essence des
droits fondamentaux concernés est préservée. Les modifications proposées sont éga-
lement compatibles avec le droit communautaire. Elles contribuent a remplir les obli-
gations de la Suisse découlant de I'accord d’association a Schengen et facilitent en
outre la mise en ceuvre de la Directive (UE) 2023/977 du Parlement européen et du
Conseil du 10 mai 2023 relative al'échange d’informations entre les services répressifs
des Etats membres et abrogeant la décision-cadre 2006/960/JAl du Conseil38.

6.3 Forme de 'acte a adopter

En vertu de lart. 164, al. 1, Cst., toutes les dispositions importantes qui fixent des
régles de droit, notamment celles qui touchent aux droits constitutionnels, doivent étre
édictées sous la forme d’'une loi fédérale, cette condition étant remplie par le présent
projet.

6.4 Frein aux dépenses

Le présent projet ne comporte pas de nouvelles dispositions relatives aux subventions,
ni de crédits d'engagement ou plafonds de dépenses. |l n’entraine donc pas de dé-
penses soumises au frein aux dépenses visé a l'art. 159, al. 3, let. b, Cst.

6.5 Protection des données

Le présent projet devant permettre de consulter des données personnelles sensibles,
on a effectué une évaluation préalable des risques, qui a démontré la nécessité de
procéder a une analyse d’impact relative a la protection des données personnelles au
sens de l'art. 22 LPD. Cette analyse a été réalisée selon les consignes du PFPDT.
Selon les conclusions de l'analyse, les mesures prises suffisent a éliminer tout risque
majeur pour les droits de la personnalité des individus concernés. L’analyse a été
soumise au PFPDT pour prise de position. Ce dernier estime que l'octroi de droits
d'accés conformes a la loi au sens de l'art. 17c, al. 2, AP-LSIP doit étre considéré
comme exigeant pour les responsables et donc comme comportant des risques éle-
veés, et qu'il entrainera une charge de travail supplémentaire pour les autorités de
controle de la protection des données de la Confédération et des cantons. fedpol pré-
cisera I'analyse existante aprés l'ouverture de la consultation et exposera dans le
message en particulier les conditions qualitatives et quantitatives d'accés prévues se-
lon l'art. 174d.

Il convient de noter que l'analyse effectuée pour le compte de fedpol ne couvre que
les traitements de données qui sont effectivement sous sa responsabilité. La plate-
forme de recherche de police ne modifie pas la responsabilité des traitements de don-
nées dans les systemes sources raccordés des autorités de la Confédération et des
cantons. Chaque autorité participante doit déterminer, sur la base des prescriptions

% Directive (UE) 2023/977 du Parlement européen etdu Conseil du 10 mai 2023 relative a I'échange d'informations entre les services répressifs
des Etats membres et abrogeant la décision-cadre 2006/960/JAl du Conseil, PE/70/2022/REV/2, JO L 134 du 22.5.2023, p. 1.
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applicables, si elle a besoin d’effectuer une analyse d'impact ou non (et, selon le can-
ton, également un contrble préalable) avant de raccorder un systéme source a la
plate-forme de recherche de police.

Méme si les autorités cantonales se fondent sur les dispositions |égales de la Confé-
dération pour la communication des données, elles demeurent responsables de leurs
systemes d'information. De méme, la surveillance reléve toujours de la compétence
des autorités cantonales ou communales chargées de surveiller la protection des
données. Dans ce contexte, on notera qu’il n'est pas possible d’enregistrer des don-
nées dans la plate-forme de recherche de police. Les données sont toujours consul-
tées directement dans les systémes sources raccordés.

fedpol n'a pas accés aux données des utilisateurs en exploitant la plate-forme de re-
cherche. Seule une journalisation technique y est effectuée, qui sert a résoudre
d’éventuels problemes techniques. Ainsi, le principe de minimisation des données a
des fins de protection de ces dernieres est respecté.
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